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Overall Abstract

The explosive growth of Internet Protocol (IP) traffic on the Internet is driving the
demands for new high-speed transmission and switching technologies. In this disser-
tation, the high-performance bulk transfer protocols using optical technologies are
studied. Its goal is to propose efficient optical data transfer schemes for realizing
the stable transmission of increasing bulk data such as large contents or streaming
data.

In this dissertation, three proposed schemes are introduced. The first one is a fair
burst dropping scheme to improve the unfairness about the packet loss probability
by the number of hops in Optical Burst Switching (OBS) network. The proposed
fair burst dropping scheme configures the threshold for determining whether the
head-dropping (HD) technique is applied or not. The HD technique is the burst
dropping technique which reduces packet loss due to burst contention in Optical
Composite Burst Switching (OCBS) network. By computer simulation, it is shown
that the proposed fair burst dropping scheme can achieve the fair packet loss proba-
bility regardless of the number of hops to the destination edge node compared with
the conventional one.

Secondly, a self-learning route selection scheme in OBS network is proposed. The
proposed route selection scheme reduces the probability of burst contention by con-
trolling the route at an edge node without resolving burst contention at a core node.

Each edge node learns a suitable route to the destination edge node autonomously by



xi

using newly employed feedback packets and search packets. Due to the self-learning
at each edge node, the traffic load is distributed in an OBS network. Therefore,
the proposed self-learning route selection scheme can reduce the probability of burst
contention. According to computer simulations, under non-uniform traffic, o the
proposed self-learning route selection scheme can reduce approximately one decade
smaller burst loss probability compared with the conventional shortest path routing
method.

The third one is a novel lightpath route selection scheme in an optical GRID net-
work where Generalized Multi Protocol Label Switching (GMPLS) is used to manage
communication resources. The self-learning mechanism, which is introduced in the
above-mentioned self-learning route selection scheme in OBS network, is used for the
lightpath route selection. Each source node updates the priority of each route (the
route priority) according to the results of the lightpath setup, and uses the route
with a high route priority. Also, in setting the lightpath, each source node sends
PATH messages for the lightpath setup on several routes. And, each PATH message
collects the link usage information of the route. The destination node selects the
route to reserve the wavelength based on the information of PATH messages. The
proposed lightpath route selection scheme can distribute the traffic by considering
the route priority and current link usage information. Using simulation for non-
uniform traffic, our proposed scheme can reduce nearly 20-50 percent lower blocking
probability as compared with the conventional shortest path routing scheme.

These proposed schemes are expected to contribute to realize an efficient optical

network for bulk data transfer.



Chapter 1

Introduction

The explosive growth of Internet Protocol (IP) traffic on the Internet is driving the
demands for new high-speed transmission and switching technologies. In this thesis,
the high-performance bulk transfer protocol using optical technologies are studied.
Its goal is to propose effective optical data transfer schemes for realizing the stable
transmission of increasing bulk data such as large contents or streaming data.

An optical network consists of transport layer and control layer. Transport layer
transmits data in optical domain. And, control layer controls nodes in transport
layer. In transport layer, three types of optical switching techniques are used: Op-
tical Circuit Switching (OCS), Optical Burst Switching (OBS), and Optical Packet
Switching (OPS). As main problems of an optical network, there are contention
resolution, route assignment, wavelength assignment, protection/restoration, and
control technique in control layer. In this thesis, contention resolution in OBS net-
work and route assignment in OBS network and OCS network are focused on.

The composition of this thesis is explained blow. In Chapter 2, the background,
the architecture and problems of an optical network are explained. Also, it is clari-
fied the position of the thesis.

From Chapter 3 to Chapter 5, three proposed schemes are introduced. Table
1.1 shows the outline of the proposed schemes. In Chapter 3, contention resolu-
tion in OBS network is focused on. As a contention resolution scheme for OBS,

Optical Composite Burst Switching (OCBS) that can improve the performance of
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the packet loss probability without wavelength conversion and optical buffering is
proposed. However, OCBS has the problem that it is unfair about the number of
hops to the destination edge node. So, a fair burst dropping proposed scheme is
proposed to improve the unfairness about the packet loss due to burst contention in
OCBS. By computer simulation, it is shown that the proposed fair burst dropping
scheme can achieve the fair packet loss probability regardless of the number of hops
to the destination edge node compared with a conventional one.

In Chapter 4, route assignment in OBS network is focused on in order to reduce
generates of contention. To avoid contention, it is desirable to distribute traffic in
the network. Conventionally, a load-sensitive routing approach is studied. This ap-
proach assigns the route with low traffic by monitoring the traffic condition in the
network. The real time management of traffic information and the scalability for a
large scale network are its challenges. In Chapter 4, a distributed control approach
is studied. A self-learning route selection scheme in OBS network is proposed. The
proposed route selection scheme reduces the probability of burst contention by con-
trolling the route at an edge node without resolving burst contention at a core node.
Each edge node learns a suitable route to the destination edge node autonomously by
using newly employed feedback packets and search packets. Due to the self-learning
at each edge node, the traffic load is distributed in an OBS network. Therefore,
the proposed self-learning route selection scheme can reduce the probability of burst
contention. According to computer simulations, under non-uniform traffic, o the
proposed self-learning route selection scheme can reduce approximately one decade
smaller burst loss probability compared with the conventional shortest path routing
method.

In Chapter 5, route assignment in OCS network is focused on. An optical GRID

network is considered as the application of OCS network. Generalized Multi Proto-
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col Label Switching (GMPLS) is used to manage communication resources. A novel
lightpath route selection scheme is proposed by extending Chapter 4’ s proposed
scheme for OCS. Each source node updates the priority of each route (the route
priority) according to the results of the lightpath setup, and uses the route with a
high route priority. Also, in setting the lightpath, each source node sends PATH
messages for the lightpath setup on several routes. And, each PATH message collects
the link usage information of the route. The destination node selects the route to
reserve the wavelength based on the information of PATH messages. The proposed
lightpath route selection scheme can distribute the traffic by considering the route
priority and current link usage information. Using simulation for non-uniform traf-
fic, our proposed scheme can reduce nearly 20-50 percent lower blocking probability
as compared with the conventional shortest path routing scheme.

Finally, Chapter 6 includes conclusions and future work of the thesis.
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Table 1.1: Outline of the proposed approaches.

Chapter 3

Purpose

Improve the fairness of packet loss about the
number of hops in Optical Composite Burst
Switching (OCBS) which can reduce packet

loss by the Head-Dropping (HD) technique

Research Issue

By repeatedly applying the HD technique in
intermediate core nodes, the burst with many
hops is more likely to be discarded.

Proposed Scheme

Apply the HD technique in consideration of
the number of hops by configuring the thresh-
old for determining whether the HD technique
is applied or not

Achievement

Reduce the difference of packet loss probability
per hop compared with the conventional one

Chapter 4

Purpose

Reduce the probability of burst contention in
OBS network

Research Issue

A burst is forwarded on the shortest path
route. However, the traffic load is concen-
trated on a certain link, and it causes burst
contention.

Proposed Scheme

Each edge node learns a suitable route au-
tonomously by using newly employed feedback
packets and search packets.

Achievement

The traffic load is distributed, and the proba-
bility of burst contention is reduced.

Chapter 5

Purpose

Reduce the block of the lightpath setup in
Generalized Multi Protocol Label Switching
(GMPLS)-based optical GRID network

Research Issue

Since the shortest path route is used, the ac-
cess to computing resources is restricted be-
cause of the bias of traffic.

Proposed Scheme

Select a suitable lightpath route by considering
the past empirical information and the current
wavelength usage information

Achievement

Distribute traffic and suppress the occurrence
of bottlenecks




Chapter 2

Background

2.1 Development of Internet and Change of In-

ternet Traffic

Due to the dissemination and development of the Internet, our lifestyle has been
changed dramatically. “Internet” is the network connecting networks as its name
indicates. In the 1990s, the commercial use of the Internet was developed rapidly.
Internet Service Provider (ISP) appeared, and the service of connecting to Internet
started for home users and business users. In 1989, World Wide Web (WWW) was
invented by Tim Berners Lee. Through WWW/ users can not only get information
but also transmit information easily. WWW realized a new business providing
services and contents on the Internet.

In Japan, ISP appeared in 1993, and commercial services on the Internet started.
While the penetration rate of the cell-phone was up over 10% in fifteen years, the
penetration rate of the Internet was up over 10% in only five years. This fact shows
how fast the spread of the Internet was. The Internet continued to grow, and it is
currently essential in our life. Also, due to the growth of the Internet, broadband
service is developed. Figure 2.1 shows the number of broadband subscribers in Japan
[1]. The total number of broadband subscribers is increasing. Digital Subscriber Line
(DSL) occupies the majority of the number of broadband subscribers. However, the

number of DSL declines since December 2005. Meanwhile, the number of Fiber To
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Figure 2.1: The number of broadband subscribers in Japan.

The Home (FTTH), which provides faster data transmission than DSL, is increasing
drastically. From Fig. 2.1, it is shown that an increase of broadband subscribers
and a shift from DSL to FTTH promote the development of broadband in an access
network.

Figure 2.2 shows the backbone traffic volume at Internet eXcange (IX) of JaPan
Internet eXchange (JPIX) [2]. JPIX is one of major companies managing IXs in
Japan. Backbone internet traffic in Japan has been increasing due to the increase
of the number of broadband subscribers and the development of broadband tech-
nologies. Currently, the minimum traffic volume is over 40Gbps, and the maximum
traffic volume is over 100Gbps. In a backbone optical network, it is a big problem
how to manage the increasing traffic.

Due to the development of broadband technologies, the usage of the Internet has
been changed. At first, the main purpose of use was an exchange of an e-mail, the

browsing of a Web page, the transfer of files, and so on. The use for transmitting
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Figure 2.2: The backbone traffic volume of JaPan Internet eXchange (JPIX).

large volumes of data, such as the download of music and movie contents and the
delivery of streaming data, is increasing. And, recently, the volume of the Internet
traffic is increasing due to the file transfer by the Peer-to-Peer (P2P) applications,
such as Winny and WinMX. Figure 2.3 shows the traffic change of “FLET’S” connec-
tion service [3], which is Japanese broadband service provided by Nippon Telegraph
and Telephone (NTT) East Corp. and NTT West Corp., users for a whole day.
The traffic considered as P2P traffic from the port number occupies about seventy-
percent of the downstream traffic. It also occupies more than eighty-percent of the
upstream traffic. P2P applications enabled us to exchange large capacity files eas-
ily. Therefore, the total volume of traffic increases due to the appearance of P2P
applications.

Currently, the emergence of a video-sharing site, such as YouTube, increases Hy-
pertext Transfer Protocol (HTTP) traffic again. Figure 2.4 shows the usage of
broadband users in North America surveyed by Ellacoya Networks [4], which is

a networking equipment vendor in North America. From Fig. 2.4, it is shown
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Figure 2.3: The traffic change of “FLET’S” connection service users for a whole day

(searched by Internet Iniiative Japan Inc.).

that HTTP traffic is more than P2P traffic. According to the survey of Ellacoya
Networks, P2P traffic is more than HT'TP traffic in the past four years. The video-
sharing site enabled users to upload and download video files easily. So, the traffic
of the video streaming is increasing. In Japan, a similar change is supposed to be
happening.

In this way, due to the development and dissemination of the Internet, various

services have been created, for example, Social Networking Site, Second Life, Triple
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Figure 2.4: The usage of broadband users in North America.

/ Quadro Play Service, GRID Network [5], and so on. And, the Internet traffic
continues to increase quickly and steadily. By the transition of popular services,
the type of main traffic changes, and several types of traffic appear. Therefore, a
backbone optical network is required to realize the large capacity network and to

handle a wide variety of traffic and support the communication quality.

2.2 Architecture of Optical Network

Figure 2.5 shows architecture of the optical network focused on this thesis. The
optical network consists of transport layer and control layer.

Transport layer has the function to transmit data in optical domain. In transport
layer, an edge node and a core node exist. Nodes in transport layer are connected
by Wavelength division multiplexing (WDM) link. An edge node sends data to
the destination edge node. The edge node has the legacy interface (e.g.,Gigabit
Ethernet, IP over Asynchronous Transfer Multiplexing (ATM) etc). A core node
switches data in optical domain. So, data is cut through in optical domain. The

core node is mainly composed of an optical switching matrix and a switch control
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Figure 2.5: Architecture of the optical network.

unit.

Control layer controls the nodes in transport layer. Control layer configures the
switching function of each node so as to establish a data communication path and
provide the required transmission quality.

In this section, WDM technology and optical switching technique are introduced.
These are key technologies in transport layer. Also, the control technique in control

layer is introduced.

2.2.1 Wavelength Division Multiplexing (WDM)

WDM technology enables concurrent transmissions by multiple users into the op-
tical communication network, and has a large increase in transmission capacity in a
single fiber.

WDM is a solution to exploit huge bandwidth of the optical fiber. In WDM, the

bandwidth of the fiber is divided into a set of parallel channels, each operating with
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a different wavelength. WDM introduces concurrent transmissions by multiple users
into the optical communication network, while end stations access the network by
electronic speed. An emergence of WDM technology made carriers easy to have a
large increase in speed of the backbone network, applying an existing infrastructure
of optical fibers.

In addition to the number of wavelengths multiplexed into one fiber having in-
creased, long-distance transmission has been attained by improvement in a perfor-
mance of an optical amplifier. It leads to using WDM technology for the backbone
network. It is expected for the future that 1000 wavelengths are multiplexed into
one fiber. In order to transmit the increasing traffic efficiently, in the future high
speed backbone network, the simplification of the protocol between IP layer and a
WDM layer is required.

Dense Wavelength Division Multiplexing (DWDM), in which hundreds of chan-
nels are squeezed into a single fiber strand, is a promising method for the backbone
network. DWDM uses close spectral spacing of individual optical wavelengths to
take advantage of desirable transmission characteristics (e.g., minimum dispersion
or attenuation) within a given fiber.

Figure 2.6 shows relationship between channel capacity and the number of chan-
nels. You can see that under the condition that the total capacity is constant,
channel capacity is inversely proportional to the number of channels multiplexed in
a single fiber. In DWDM systems, since the spectral spacing of individual optical
wavelengths is very close, a high-precision WDM laser and a high-precision WDM
filter are needed. They have to be able to tune a wavelength of a laser or a filter to
the desired one quickly. In general, it costs so much to achieve the high accuracy of
tuning. This is the factor of increasing the cost to construct DWDM systems.

Meanwhile, the standard for Coarse Wavelength Division Multiplexing (CWDM)
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Figure 2.6: Channel capacity and the number of channels.

is approved by International Telecommunication Union Telecommunication Stan-
dardization Sector (ITU-T). The coarse kind of system provides far fewer channels:
the CWDM grid explicitly defines only 18 wavelengths, 20-nm spacing. Since keep-
ing the wavelengths so far apart means lasers and filters can be easier and cheaper
to be made, CWDM is a candidate for metropolitan area network (MAN) [6].
Thus, the breathtaking success of the WDM technology in backbone networks
also pushes the development and implementation of WDM local and metropolitan
area networks. Local and metropolitan area optical WDM networks are emerging as
viable and cost-effective solutions for many telecommunication operators and service
providers that have to face an extremely growing bandwidth demand and expen-

sive additional fiber installation costs. Table 2.1 shows comparison of DWDM and

CWDM.
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Table 2.1: Comparison of DWDM and CWDM.

DWDM CWDM
Number of wavelengths | more than a few dozens about dozens
Wavelength spacing about 0.4 to 0.8 nm about 20 nm
WDM filter and laser accuracy is needed accuracy is alleviated

Due to the development of WDM technique, the technique to realize 1 Thit/s per

one fiber has been in practical use, and about 20 Thit/s was attained in the trials

7], [8].

2.2.2 Optical Switching Technique

A core node switches data transmitted on WDM link. In this section, optical
switching techniques in a core node are explained. Optical switching techniques are

classified into the following three types according to the criterion for switching.
(A) Optical Circuit Switching (OCS)
(B) Optical Burst Switching (OBS)

(C) Optical Packet Switching (OPS)

(A) Optical Circuit Switching (OCS)

Optical Circuit Switching (OCS) is a technique to switch physical communication
channels, which are independent specially. In OCS, the circuit for an optical signal
is set up according to the physical property of each optical signal, such as a wave-
length, a time-slot, and a waveform. The line set up for each optical signal is called

“path”. An OCS node switches data according to an established path.
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OCS node systems are classified into several types according to a type of a path,
for example, Spatial Path Switching to switch data according to a spatially inde-
pendent path, Time Slot Path Switching used in Time Division Multiplexing, and
Virtual Path Switching used in Code Division Multiplexing.

As an OCS using WDM technique, Lightpath Switching has been studied and
developed. In Lightpath Switching, a path called “lightpath” is established between
sending and receiving nodes by reserving a wavelength on the path. And, data is
switched and forwarded according to a wavelength without O/E/O conversion.

Figure 2.7 shows an example of data transmission in Lightpath Switching. A
source node sends the request packet demanding a connection toward its destination
node. Into the received request packet, each intermediate node stores the wavelength
usage information about the link between itself and its next node. And, the interme-
diate node transmits the request packet to its next node. When the destination node
receives the request packet, the destination node decides the wavelength to reserve
based on the wavelength usage information included in the received request packet.
And, the destination node sends back a reserve packet including the wavelength to
reserve toward the source node. Each intermediate node receives the request packet,
and reserves the wavelength designated by the received reserve packet. After the
reservation of the wavelength is finished, the lightpath is established, and the source
node starts to send data packets. The source node sends a release packet after finish-
ing sending all data packets. By sending the release packet, the reserved wavelength
is released.

Figure 2.8 shows the concept of a Lightpath Switching node system. A Lightpath
Switching node system is mainly composed of an optical cross connect and an elec-
tronic controller. High-performance optical devices, such as an optical buffer, are

not required. An optical cross connect executes to switch lightpathes according to
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Figure 2.7: An example of data transmission in Lightpath Switching.

an order from an electronic controller. The electronic controller sends orders based
on the information of established lightpath. Figure 2.9 shows examples of an optical
cross connect architecture [9]. As shown in Fig. 2.9(a), in a rigid type, one wave-
length maps to one port. A type shown in Fig. 2.9(b) can rearrange a combination
of one wavelength and one port by using a space switch. A type shown in Fig. 2.9(c)
realizes non-blocking switching by using a wavelength converter. In this thesis, this
Lightpath Switching is called OCS.

The merit of Lightpath Switching is that WDM networks can be realized without a
high-performance switching node system. However, in order to establish a lightpath,

the usage information of wavelength resources must be managed in all links. When
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Figure 2.8: A structure of Lightpath Switching node system.

the traffic is low, the effective of the wavelength usage is not good.

(B) Optical Burst Switching (OBS)

In order to solve the waste of wavelength resources in Lightpath Switching,
Optical Burst Switching [10]-[12] was proposed. In OBS, several IP packets with the
same destinations are assembled into a burst, and forwarded through the network.
By switching by bursts, the circuit is established only while sending live data. So,
after sending data, the circuit can be released quickly for other sessions.

Figure 2.10 shows an example of data transfer in OBS. At first, a source node
sends a control packet, which is the header packet of a burst. Each intermediate
node reserves a wavelength for the burst based on the received control packet.

Several wavelength reservation schemes have been proposed. The wavelength

reservation schemes are classified into two types: one-way reservation and two-way
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reservation. In one-way reservation, a burst follows a control packet without waiting

for acknowledgement of a wavelength reservation. Therefore, a burst can be sent as

soon as the burst arrives at an edge router. However, one-way reservation has the

problem that burst is discarded when the reservation is failed. On the other hand, in

two-way reservation, a burst is sent after acknowledgement of a wavelength reserva-

tion. Therefore, the success of transmission of a burst is guaranteed. However, the

delay is longer than one-way reservation since a burst must wait at an edge router

until the acknowledgement of a wavelength reservation arrives.
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Figure 2.10: An example of a data transmission in OBS.

Figure 2.11 shows wavelength reservation schemes in OBS. Figure 2.11 (a) shows
Tell-And-Wait (TAW) [17]. TAW is two-way reservation scheme. An edge node
sends a burst after confirming whether the reservation of a wavelength is succeeded
or not. A control packet is sent from the source edge node to the destination edge
node. A control packet reserves a wavelength at a core node. The destination edge
node sends an acknowledgement packet which indicates the completion of reserva-
tion. The transmission of a burst is guaranteed, and no buffer is needed in the
network. They are merits of TAW. Due to the setup time, the transmission time
from the beginning of setup to the end of burst transmission is long. It’s the demerit.

Tell-And-Go (TAG) [14], [15] shown in Fig. 2.11 (b) a very simple one-way reser-
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vation scheme. A control packet and a burst payload are sent together. At each core
node, a wavelength is reserved. When a wavelength can be not reserved, the burst
is discarded. TAG is based on the assumption that the process time of a control
packet is small enough to be neglected. Actually, the process time is needed to be
considered. As one-way reservation considering the process time, Just In Time (JIT)
[10] and Just Enough Time (JET) [16] have been proposed.

In JIT, as shown in Fig. 2.11 (c¢), a burst is sent after the offset time which is the
cumulative sum of the process time of a control packet on a path. A control packet
reserves a wavelength at each core node. The source node sends a release packet
and releases the reserved wavelength. In JIT, at the beginning of the setup, a burst
length is not determined. So, the source node can send packets which arrive by
the end of the offset time. Therefore, the queuing delay of packets at an edge node
is short. However, the wavelength utilization is low since a wavelength is reserved
from the arrival time of a control packet to the arrival time of a release packet. It
is the demerit of JIT.

JET shown in Fig. 2.11 (d) is most used. Unlike JIT, after generating a burst, the
source edge node sends a control packet. The information of a burst length and an
offset time are included in the control packet. Based on these two values, each core
node reserves a wavelength just from the arrival time of the burst to the end time of
the burst. So, the wavelength utilization is high. However, packets arriving during
the offset time are not included into the burst. So, the queuing delay of packets at
an edge node is longer than JIT. Each core node is required to estimate the arrival
time precisely. Therefore, JET is sensitive to fluctuation such as a jitter.

In Fig. 2.10, Just-Enough-Time (JET) scheme adopted most in the study of OBS
is shown. In JET scheme, a control packet includes the information of an offset time

and a burst length from the control packet. And, based on the offset time and the
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Figure 2.11: Wavelength reservation schemes in OBS.

burst length, the transit time of the arriving burst is calculated. The intermediate
node can reserve a wavelength for the transit time. Therefore, unlike OCS, the
switch of a burst can be realized as a packet transmission.

Figure 2.12 shows OBS node system. In OBS network, a burst payload follows
a control packet on a separate channel. Channels carrying data bursts are called
data channels, and channels carrying control packets are called control channels. In
a core router, only a control packet is processed electrically, and a burst payload is
forwarded through the network in optical domain.

Figure 2.13 shows an example of the optical switch in a core router [13]. A struc-
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Figure 2.12: Optical Burst Switching node system.

ture of the optical switch is more complex than optical cross connects of Lightpath
Switching node system shown in Fig. 2.9. It is because, in OBS, the switching not
by wavelengths but by bursts is required. The optical switch is composed of tun-
able wavelength converters, gate optical switches, and passive couplers. The optical
switch switches a burst to an output data channel.

In OBS, transmitting several IP packets as a burst and processing only a con-
trol packet electrically can reduce bottlenecks caused by the electrical processing
in intermediate routers. In this way, OBS has advantages of OCS and the packet

switching, and is suitable for the optical network with the burst traffic.
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Figure 2.13: An example of the optical switch in a core router.
(C) Optical Packet Switching (OPS)

In Optical Packet Switching (OPS) [18]-[20], IP packets are processed optically
packet-by-packet. Figure 2.14 shows an example of the data transmission in OPS.
Each packet is stored and forwarded packet-by-packet without the procedure of
reserving a wavelength. The granularity of data transmission is the minimum among
these three switching techniques. Therefore, the network resource (wavelengths) can
be used very effectively.

Figure 2.15 shows OPS node system.. In OPS node, a high speed optical switch is
necessary since packets which are very short data are switched. Also, the buffering
is imperative in order to avoid the contention of packets. An optical random access
memory (RAM) doesn’t exist currently. As a substitute for the optical RAM, an

optical buffer using fiber delay lines is considered. Also, “slow-light” technique is
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studied as an elemental technology [21], [22]. A processor of a header is one of im-
portant functions in OPS node system. The header processor using O/E conversion
and the all-optical header processor have been researched.

Currently, prototypes of a ultra high speed optical packet switch have been de-
veloped, such as 160 Gbit/s/port interface optical packet switch [23]. However, an
OPS node system is not in use since the above mentioned device techniques are
immature. OPS is expected to realize economical, high-speed, and large-volume
optical network since OPS system node doesn’t need O/E and E/O conversions and

the electrical process of packets.
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Figure 2.15: OPS node system.

Summary of Optical Switching Techniques

Figure 2.16 shows the summary of three optical switching techniques. OCS has
low dependency on optical devices but low utilization efficiency of wavelengths. The
required switching speed is slow. OPS has high efficiency of wavelengths but high
dependency on optical devices. The required switching speed is fast. OBS has
the performance between OCS and OPS. By considering utilization efficiency of
wavelengths, the required switching speed, and the dependency of optical devices,
three switching techniques are used. In this thesis, OCS and OBS are the targets of

the research.
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Figure 2.16: The summary of three optical switching techniques.
2.2.3 Control Technique in Control Layer

The technique of configuring nodes efficiently is an important challenge. As the
control technique in control layer, Generalized Multi-Protocol Label Switching (GM-
PLS) [24] has been developed and standardized in the world.

GMPLS is a set of network control protocols for configuring links and nodes in
transport layer according to the demand of data communication. Figure 2.17 shows
network control protocols of GMPLS. Control nodes in control layer control nodes
in transport layer. GMPLS consists of three kinds of protocols. The first one is
Link Management Protocol (LMP). LMP is the protocol to discover the adjacency
relationship between nodes in transport layer and manage the adjacent link. Second
protocol is routing protocol. Routing protocol is used to discover the route for a
connection path. In routing protocol, control nodes exchange the link state infor-

mation. And, each control node calculates the route based on the collected link
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Figure 2.17: Network control protocols of GMPLS.

state information. The third one is signaling protocol. Signaling protocol is used for
establishing a connection path. Due to these three protocols, GMPLS can automate
the provisioning of a connection path in transport layer.

In GMPLS, control node manages labels. The label indicates the network resource
of a node in transport layer. To secure a label in control layer means to reserve the
network resource in transport layer. The label is presented MPLS [25], [26]. MPLS
is used for packet transmission layer. GMPLS expands the concept of the label
for various transport layers including optical network. Figure 2.18 shows examples
of labels in GMPLS. Figure 2.18(a) shows a label switching of packet transmission
layer in MPLS. In GMPLS, 2.18(a) is applied to other layers. For example, a time
slot is a label in Time Division Multiplexing (TDM) layer as shown in Fig. 2.18(b),
a wavelength is a label in lambda (wavelength) switching capability layer as shown
in Fig. 2.18(c), and a fiber in a link is a label in fiber switching capability layer as
shown in Fig. 2.18(d).

The main purpose of GMPLS is not an introduction of a new transmission function
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but a joint operation of multi layers. Figure 2.19 shows a joint operation of multi
layers in GMPLS. In the conventional network, the operation, management, and
control for each layer network are executed separately as shown in Fig. 2.19(a).
So, an administrator is needed for each layer. Therefore, the cooperation among
layers is weak, and it is difficult to use network resources effectively. By introducing
GMPLS, one administrator can manage and control several layers together. Also,
GMPLS enables the automated control which means the remote operation and the

auto-recovery during failures.

Automatically Switched Optical Network (ASON) Architecture

Automatically-Switched Optical Network (ASON) has been standardized in ITU-
T G.8080 [27]. Figure 2.20 shows ASON architecture. ASON architecture consists
of optical networks and user networks. Each optical transport network is composed
of several domains. Internal Network-to-Network Interface (I-NNT) is used in each
domain. I-NNI needn’t be standardized. So, I-NNI needn’t be GMPLS. Between
domains, External Network-to-Network Interface (E-NNI) is used. E-NNI is stan-

dardized. User Network Interface (UNI) is used between an optical network and a
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user network. UNI is also standardized. In ASON architecture, between end-to-end

nodes, ‘call’ is configured. Call consists of several connections (call segments). In

order to specify the end point of the call, a certain address is attached independently

of the user. The address is called Transport Network Assigned address (TNA).

GMPLS Architecture

Figure 2.21 shows GMPLS architecture [24]. GMPLS architecture consists of IP

networks and optical networks. One single connection, called Traffic Engineering
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(TE) tunnel, is established between end-to-end nodes. This point is a major differ-
ence from ASON architecture. To establish the end-to-end connection path, each
edge node needs the link information (TE link information) in the network which is
a segment. Therefore, the routing protocol is required to distribute TE link informa-
tion. In GMPLS architecture, E-NNI, I-NNI, and UNTI are not defined apparently.
GMPLS protocols standardized by Internet Engineering Task Force (IETF) are used

in control nodes.

2.3 Main problems in Optical Network

2.3.1 Contention Resolution

Contention means that two or more data, which are transmitted on the same
wavelength, are directed to the same output simultaneously. When contention oc-
curs, only one data is sent to the next node and other data are discarded. In OBS
network and OPS network, one of important problems because the connection path
is not established in advance.

Figure 2.22 shows approaches to resolve the contention problem. First approach
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is to use optical devices. Two devices can be used in a core node to suppress con-
tention. One is a wavelength converter, and another is an optical buffer.
A wavelength converter converts the wavelength of one data to another wavelength.
The performance improvement possible with a wavelength converter has been ex-
tensively studied with analytical and simulation-based methods [28], [29]. However,
the problem with wavelength conversion is the immaturity of the technology [30],
[31]. All-optical conversion technologies without optical-to-electrical and electrical-
to-optical conversions are desirable and have been developed over a number of years.
However, all-optical conversion technologies are no longer practical because of issues
with performance and cost. Eliminating wavelength conversion can greatly simplify
the switching fabric and reduce the cost.

An optical buffer delays one data. As an optical buffer, FDL (Fiber Delay Line)
buffer is proposed. FDL buffer realizes the function of buffering by using fibers
in a variety of lengths. FDL can be used for temporary storage of the data until

the resources become available. The scheduling algorithms using FDL buffer have
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been researched and proposed [32], [33]. Recently, slow light technique has been
developed [34], [35]. The slow light technique gives data variable delays without
FDLs. Optical buffers using slow light have been proposed [36], [37]. As current
optical buffers are typically limited to delay values of a few tens of ms [38], [39] in
FDL buffer, a few tens of ns in slow light, it is not easy to store long optical data.
Moreover, implementing optical buffers involves a great amount of hardware and
complex electronic controls.

An approach not to use optical devices is to change the output link of one data. It
is called deflection routing [40]-[42]. Deflection routing is easy to implement for not
requiring special optical devices and can be rather effective under light or medium

traffic load. However, the deflection routing gets poor performance under high traffic

load.

2.3.2 Route Assignment

There are several routes for the connection path between a source node and a
destination node. So, it is an important problem which route to use. In an optical
network, the objective of route assignment is to minimize data transmission time,
to reduce the amount of used links and wavelengths, and to avoid contention.

To minimize the data transmission time, the route calculation gives priority to
bandwidth, or distance. To reduce the amount of used links and wavelengths, a
route using little network resources, such as the shortest hop route, is calculated.
To avoid contention, a suitable route for distributing traffic is calculated. In this
way, route assignment approaches vary by policies.

Figure 2.23 shows approaches in route assignment problem. Cost-based routing
is to determine the route by using costs assigned to links. The value of cost is

configured by considering distance, bandwidth, and so on. The information about



Chapter 2 Background 32

Route Assignment

cost-based load-sensitive
(centralized)
Least-cost
Traffic
Multi-metric Grooming  Multi-path  Load-balanced
Single cost

Figure 2.23: Approaches for route assignment problem.

cost is exchanged by using the link-state routing protocol such as the open shortest
path first (OSPF) protocol. The least-cost routing [43] is popular as the cost-based
routing. It determines only one route based on cost. In the least-cost routing, it is
important how to configure cost.

Traffic grooming [44], [45] has other approach. In traffic grooming, several traffic
flows are transmitted into one wavelength or one link. Therefore, the least-cost route
is not always selected. But, grooming can suppress the consumption of wavelengths,
links, and network interface devices.

Load-sensitive approach considers traffic load in the network. The object of this
approach is distributing traffic and avoiding contention. Its goal is an optimal route
assignment for the traffic in the network. It means the maximization of the number
of established connections. It is an optimization problem, and it is so complicated.
Multi-path routing [46] uses several routes for the destination node. Load balanced
routing [47], [49] distributes traffic for considering the network load. This approach

needs global information.
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2.3.3 Wavelength Assignment

Wavelength assignment is as important as route assignment. If all edge nodes
transmit data on the same wavelength, contention frequently occurs. How to select
a use wavelength is an important problem.

Figure 2.24 shows approaches for wavelength assignment problem. Simple ap-
proach is fix-order (or first-fit) assignment [50]. In the predetermined order, for
example, from shortest to longest or from longest to shortest, a use wavelength is
selected. All nodes select a wavelength in the same order. So, the synchronous of
selecting a wavelength often occurs, and the probability of contention is high.

Non-fixed order approach has been researched in order to avoid the synchronous
of selection. Non-fixed order approach has two main types: without global informa-
tion and with global information. Global information means the information about

the wavelength usage in all links. As the approach without global information, the
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approaches using random policy [50] or round-robin policy [51] have been proposed.
In these wavelength selection schemes, each node doesn ’ t know which wavelength
other nodes select.

As the approach using global information, the least-used assignment [50] and the
most-used assignment [52]. In the least-used assignment, each node selects the least
used wavelength in the network, from the set of wavelengths on the path. The idea
of the least-used assignment is that is more likely that a shorter route is found on the
least-used wavelength than a most-used wavelength. The most-used assignment uses
just opposite logic from the least-used assignment. In the most-used assignment,
each node selects the most used wavelength in the network. It was shown [53] that
the most-used assignment has better performance than the least-used assignment.
Both assignment methods require centralized control.

In distributed control, Priority-based Wavelength Assignment (PWA) [54] has
been proposed. In PWA, each node learns a suitable wavelength by receiving feed-
back packets. Each node cannot know an optimal wavelength, but can know the
wavelength with high success probability in the network.

Route assignment and wavelength assignment are often discussed together as

Routing and Wavelength Assignment (RWA).

2.3.4 Protection/Restoration

Nodes, links, and network interfaces may be at fault. Protection and restoration
are the techniques for fault recovery. Figure 2.25 shows approaches for protec-
tion/restoration. Protection [55] is the technique that a backup path for a main
path is established in advance. The merit of protection is fast recovery because of
the pre-establishment of the backup path. The demerit is low link utilization be-

cause network resources are reserved for the backup path.
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There are two types of protection; link protection and path protection. In link
protection, the node which has a fault link executes recovery. The route is switched
at the node with the fault link. In path protection, end-to-end nodes switch the
main path to the backup path. Link protection realizes faster recovery than path
protection. However, path protection uses less links than link protection because, in
link protection, the intermediate node executed the reroute and, in path protection,
the reroute is executed between end nodes.

In order to improve the utilization of links for establishing a backup path, shared
protection [56], [57] has been researched. Several main paths share one backup path
or link. So, shared protection can reduce the number of links used for backup paths.
Shared protection cannot deal with several faults simultaneously.

The routing for protection has been studied. The routing considering not only
the cost of a main path but also the cost of a backup path has been proposed. The
policy of this routing is to minimize the sum of the cost of a main path and the

cost of a backup path. In this routing, total costs can be minimized. However, the
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least-cost route is not always selected for a main path.

Restoration [58] is the technique that an alternative path is established in failure
occurrence. So, the link utilization is high compared with protection. However, the
recovery time in restoration is longer than that in protection. In restoration, like
protection, there are path restoration and link restoration. In path restoration, end-
to-end nodes established the alternative path for the fault main path. It is important
to minimize the time from the generation of fault to the acknowledgement of each
node. In link restoration, the node which has a fault link executes the establishment
of the alternative path. Deflection routing has been proposed as the link restoration

scheme.

2.3.5 Control Technique in Control Layer

Control layer must control optical switching techniques, routing assignment, wave-
length assignment, protection/restoration and so on. Also, control layer is required
the control technique to provide the transmission quality for applications/services.
To realize to the control technique, the method of configuring node devices in trans-
port layer is an important problem. It is also important to what message should be
exchanged in control layer.

Experiments about GMPLS controlled optical network have been done. In [59],
for various multiple-failure scenarios, GMPLS based pre-planned restoration scheme
has been proposed, implemented, and experimented. Also, the interworking trials
[60], [61] have been taken in the world.

As the application using an optical network, GRID network is studied. GRID
computing is the technique that makes a high performance virtual machine by com-
bining geographically dispersed computing resources over a network. GRID comput-

ing requires a large capacity network because large volumes of data are exchanged
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amongst computing resources. As the network model to realize GRID computing,
A GRID employing WDM and lightpaths has been studied [62], [63]. Also, several
experimental GMPLS-based optical GRID networks are implemented, for exam-
ple, Dynamic Resource Allocation via GMPLS Optical Network (DRAGON) [64],
Circuit-switched High-speed End-to-End Transport Architecture (CHEETAH) [65],
and the GMPLS network service for GRID computing using the network resource
management system [66]. In [67], dynamic path provisioning of 10 Gigabit-Ethernet
using GMPLS was successfully achieved between Japan and the USA for the first
time. And, the quality of GMPLS connection path is verified to be sufficient to

support high-end data and GRID networking services.

2.4 Position of this Ph.D. Dissertation

The position of this thesis is explained based on the architecture of an optical
network and main problems. Figure 2.26 is a view showing the position of this thesis.
This study covers contention resolution in OBS, route assignment in OBS, and route
assignment in OCS. The target of Chapter 3 is contention resolution in OBS network.
As a contention resolution scheme for OBS, Optical Composite Burst Switching
(OCBS) [13] that can improve the performance of the packet loss probability without
wavelength conversion and optical buffering is proposed. However, OCBS has the
problem that it is unfair about the number of hops to the destination edge node. So,
a new burst dropping technique is proposed in order to improve the unfairness about
the packet loss probability by the number of hops. The target of Chapter 4 and 5
is route assignment. In order to distribute traffic, load-sensitive route assignment
schemes with global information are proposed. However, the centralized control
is required to get global information, and the scalability and the management of

global information are problems. Conventionally, a load-sensitive routing approach
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Figure 2.26: Position of this Ph.D. Dissertation.

is studied to distribute traffic. This approach assigns the route with low traffic by
monitoring the traffic condition in the network. The real time management of traffic
information and the scalability for a large scale network are its challenges. So, a new
route selection scheme by distributed control is proposed. At first, in Chapter 4, the
self-learning route selection scheme for OBS is proposed. Next, in Chapter 5, the
lightpath route selection scheme for OCS is proposed by extending the self-learning
route selection scheme in Chapter 4.

Figure 2.27 shows the relationship among works in Chapter 3-5. In Chapter
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3, the function of a core node in OBS network is focused on, and the fair burst
dropping scheme is proposed. The purpose of Chapter 4 is to reduce the probability
of burst contention by controlling the transmission of bursts at an edge node without
resolving burst contention at a core node. So, route assignment in an edge node is
focused on, and the self-learning route selection scheme is proposed. In Chapter
5, I intend to apply the self-learning route selection scheme in Chapter 4 for OCS
network. Also, control technique in control layer stated in Section 2.4.5 is considered,
and I proposed the lightpath route selection scheme in GMPLS-based GRID network

by extending the proposed scheme in Chapter 4.
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Chapter 3

A Fair Burst Dropping Scheme for
Optical Composite

Burst Switched Multi-Hop Network

3.1 Introduction

In this chapter, contention resolution (see section 2.4.1) in OBS network is focused
on. Optical Composite Burst Switching (OCBS) [1], which reduces packet loss due
to burst contention without using optical buffering and wavelength conversion, has
been proposed. In OCBS, when burst contention occurs, a head-dropping (HD)
technique is applied. The HD technique is a burst dropping technique which discards
only the initial part of the burst that arrives later. In OCBS, the number of discarded
packets can be reduced compared with OBS since only the initial part of the burst
is discarded, and all the packets within the burst are not discarded when burst
contention occurs. In OCBS, however, since a burst becomes short by repeatedly
applying the HD technique in intermediate core routers, the burst with many hops
to the destination edge router are more likely to be discarded before arriving at the
destination edge router. Therefore, in OCBS, there is the problem that the HD
technique causes the unfairness about the packet loss probability by the number of
hops. For example, when Quality of Service (QoS) is applied in OCBS, the unfairness

causes the problem that the packet loss probability of the high priority burst with
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many hops exceeds that of the low priority burst with small hops.

In this chapter, a new fair burst dropping scheme technique is proposed. In order
to achieve the fair packet loss probability regardless of the number of hops, the
proposed scheme configures the threshold for determining whether the HD technique
is applied or not. the proposed scheme can reduce the difference of packet loss due
to the number of hops by applying the HD technique in consideration of the number
of hops, and can achieve the fair packet loss probability regardless of the number of
hops. By computer simulation, it is shown that the proposed scheme can achieve
the fair packet loss probability regardless of the number of hops to the destination

edge node compared with a conventional one.

3.2 O0OCBS

In OCBS, when burst contention occurs, only the initial part of the burst that
arrives later is discarded by the HD technique as long as there is a channel able to
be allocated for a part of the burst. And the remaining part of an arriving burst is
forwarded to the next node along with OBS. Figure 3.1 shows the burst dropping
technique when burst contention occurs. In OBS, an entire burst is discarded as
shown in Fig. 3.1(a), whereas in OCBS, only the initial part of an arriving burst is
discarded by the HD technique as shown in Fig. 3.1(b). And the final part of an
arriving burst is forwarded to the next node along with OBS. In OCBS, the number
of discarded packets can be reduced compared with those in OBS, since only the
initial part of the burst is discarded and all the packets within the burst are not
discarded when burst contention occurs.

The process of HD technique in a core node is explained blow. Firstly, a core
node receives a control packet. Based on an offset time and a burst length included

in the control packet, the core node calculates the arrival time of the burst. From
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Figure 3.1: The burst dropping technique when burst contention occurs.

the calculated arrival time, the core node confirms whether burst contention occurs
or not. When burst contention occurs, the core node determines a dropped length
considering the part of overlap with other bursts. Then, the core node calculates the
burst length after applying the HD technique. The information of the burst length
in the control packet is replaced by the calculated value. The burst payload is just
cut in optical domain. No data is added to the burst payload newly.

In order to disassemble the burst to packets, Simple Data Link (SDL) [2], [3]
protocol is used. Figure 3.2 shows an example of the burst payload structure using
SDL [1]. The burst payload consists of several SDL frames. SDL frame is composed
of Length Indicator (LI) field, Header Cyclic Redundancy Check (CRC) field, Infor-
mation field, and Frame Check Sequence (FCS) field. LI field contains the length

of the information field (IP packet) in bytes. This length allows the receiver node
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Figure 3.2: An example of the burst payload structure using SDL.

to identify the end of the current SDL data unit and the beginning of the next one.
Header CRC contains the value calculated over all bits in LI field. CRC operation
is designed to allow correction of all single-bit error and detection of most multi-
ple bit error in the SDL header. Information field within the SDL payload field
carries the IP packet. FCS field is an optional field. The polynomials used are the
same as those used in IP-point-to-point protocol (PPP) - high-level data link control
(HDLC) frames, as described in [4]. The field is calculated over all bits in the SDL
payload field.

The main function of SDL is to allow high-speed delineation of asynchronous
variable-length datagram contained in the burst payload. To achieve this, the SDL
receiver analyzes the LI field at the beginning of each SDL data unit to extract
the framed datagram in the SDL payload and to determine the standard point the
next SDL data unit. Under normal operation, the SDL receiver can extract the IP
packets without processing every single byte on the data link. This is one of the
aspects that make SDL particularly suitable for very high transmission speeds with
respect to HDLC. Another important function of SDL is to allow resynchronization

of the receiver after the delineation is lost; this is realized by finding the match of
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the LI and header CRC fields. In OCBS, the frame check and the error correction
for each packet are executed. However, they for each burst are executed since burst
payload is cut by the HD technique in the optical domain.

In OCBS, the entire burst with many hops are more likely to be discarded in the
intermediate core node before the burst arrives at the destination edge node, since
the burst becomes short by repeatedly applying the HD technique as shown in Fig.
3.3. Therefore, in OCBS, there is the problem that the HD technique causes the
unfairness about the packet loss probability by the number of hops.

This unfairness about the number of hops has a negative impact on providing
the transmission quality. For example, when a certain service A is provided, the
difference about the transmission quality occurs between the service A for a burst
with 1 hop and the service A with a burst 3 hops. So, the unfairness about the
number of hops is one of problems to be solved. This problem is how much traffic
each edge node sends for achieving the fairness about the packet loss probability
by the number of hops. The goal of the problem is an optimal assignment of the
traffic in the network. It is an optimization problem, and it is so complicated. In

this chapter, a simple distributed controlled scheme is proposed in the next section.

3.3 Proposed Burst Dropping Scheme

In order to achieve the fair packet loss probability regardless of the number of
hops, the proposed scheme which configures the threshold Th;(0 < Th; < 1) at i
hops for determining whether the HD technique is applied or not. The difference of
packet loss due to the number of hops can be reduced by applying the HD technique
in consideration of the number of hops.

J is defined to indicate the ratio of the forwarded part length to the initial burst
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Figure 3.3: The effect of the number of hops in the OCBS network.

length. This parameter .J is used for judging whether the HD technique is applied or
not. When J > Th;, the HD technique is applied. When .J < T'h;, the HD technique
is not applied, and the entire burst which arrives later is discarded. Therefore, set-
ting the value of T'h; high increases the probability that an entire burst is discarded
without applying the HD technique in the intermediate core node. Setting the value
of T'h; low increases the probability that a part of a burst arrives at the destination
edge node by applying the HD technique in the intermediate core node. To increase
the probability that the HD technique is applied to the burst with more hops, the
proposed scheme configures Th; of the burst with many hops as a smaller value.
Figure 3.4 shows the proposed burst dropping scheme. Fig. 3.4(a) shows the case
of the burst with 1 hop, and Fig. 3.4(b) shows the case of the burst with 7 hops. In
Fig. 3.4, the threshold T'h; of the burst with 1 hop is 1.0, and the threshold Th; of
the burst with 7 hops is 0.40. Also, in both Fig. 3.4(a) and Fig. 3.4(b), J = 0.50.
The entire burst with 1 hop is discarded since J < T'h; as shown in Fig. 3.4(a). In

Fig. 3.4(b), since J > Thz, the HD technique is applied to the burst with 7 hops.
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Figure 3.4: The proposed burst dropping scheme.

Therefore, the initial part of the burst with 7 hops is discarded, and the remaining
part of the burst with 7 hops is forwarded to the next node along with OBS. the
proposed scheme can reduce the difference of packet loss due to the number of hops
by applying the HD technique in consideration of the number of hops. And, the
proposed scheme can achieve the fair packet loss probability regardless of the num-
ber of hops by reducing the difference of packet loss probability.

The judgment for applying the HD technique is executed when a core node pro-

cesses a control packet. A control packet includes the number of hops to a destination
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node and an initial burst length newly. Like OCBS, the core node confirms the ex-
istence or nonexistence of burst contention based on a burst length and an offset
time. When burst contention occurs, the core node judges the application of the
HD technique by using the number of hops and the initial burst length included in
a control packet.

In the proposed scheme, it is important how to decide the threshold T'h;. It is de-
sirable that the threshold decision method is independent of the number of hops, and
the calculation is not complex. Here, as the threshold decision method, Exponential

Threshold (ET) method and Linear Threshold (LT) method are proposed.

3.3.1 Exponential Threshold (ET) Method

Exponential Threshold (ET) method decides the threshold by using an exponent
function. By the following formula, the threshold is decided according to the number

of hops.

Th; =a' (3.1)

In this formula, a is the base of the exponent function. By configuring only
a(0 < a < 1), the threshold can be calculated. Therefore, ET method is compara-

tively easy.

3.3.2 Linear Threshold (LT) Method

Linear Threshold (LT) method decides the threshold by using a linear function.

By the following formula, the threshold is decided according to the number of hops.

Hmax - Thmin - (1 - Thmin)i
Hma.x - 1
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Figure 3.5: The simulation model.

In this formula, T'h,;, is the minimum value of the threshold. Since the pro-
posed scheme configures the threshold of the burst with many hops as a smaller
value, T'hyy, is equal to Thy_. . By configuring only Th,, the threshold can be

calculated linearly. Therefore, LT method is comparatively easy like ET method.

3.4 Simulation Results

Computer simulations are carried out to evaluate the performance of the proposed
scheme. Figure 3.5 shows the simulation model. To investigate the effect of the
number of hops, a multiple hop network model with an 8-node ring topology [5] is
considered. The number of core nodes is 8, and each core node connects one edge
node. Each link is assumed to have 12 data channels and one control channel. Also,
a burst is transmitted in one direction, and the maximal value of hops Hpax is 7.
The data channel rate is 10 Gbps. It is assumed that the contention of control
packets doesn’t occur. An offset time is set to 0 sec.

Each edge router generates the bursts according to an on/off model. And, the
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burst length L, is assumed to be exponentially distributed with the average of
12500 bytes [5]. By applying the HD technique, a part of a burst is discarded.
Therefore, it is necessary to consider the composition of packets in a burst. In this
simulation, the composition of packets is determined based on the packet distribution
assuming the Internet. Figure 3.6 shows the probability distribution of packet length
[6]. 44 Byte packet is corresponding to Internet Control Message Protocol (ICMP)
Message. 552 Byte packet and 576 Byte packet are Maximum Segment Size (MSS).
1500 Byte packet is corresponding to Maximum Transfer Unit (MTU). When [, is
the packet length, Pr[l, = 44]=0.5, Pr[l, = 552]=0.05, Pr[l, = 576]=0.03, Pr[l, =
1500]=0.12, Pr[45 < I, < 551|=0.25, Pr[553 < [, < 575]=0.005, Pr[577 < [, <
1499]=0.035, and Pr[1501 < [, < 4300]=0.01.

In the simulation, the packet loss probability and throughput performance of the
proposed scheme are compared with those of OCBS. It is important how to decide

the threshold of the proposed scheme. So, to investigate the effect of the threshold,
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this simulation evaluates the performance for the number of hops, the performance

under non-uniform traffic, the performance for the distribution of burst traffic, and

the performance for a deformational ring topology.

3.4.1 Fairness about Number of Hops for Packet Loss Prob-

ability

Figure 3.7 shows the degree of fairness about the number of hops for the packet

loss probability D, versus the parameter in ET method and LT method. Figure

3.7(a) shows the degree of fairness Dy, versus the base a in the formula (3.1), and

Figure 3.7(b) shows the degree of fairness Dg,;, versus the value of Thy, in the

formula (3.2).
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This degree of fairness Dy,;, is calculated by the following formula,

Pmax

Dfair -
Pmin

(3.3)

In this formula, P indicates the packet loss probability. And, P; indicates the
packet loss probability of bursts with ¢ hops. Puac is the max value from P; to

Py,

max *

Prin is the minimum value from P; to Py, .

From Fig. 3.7(a), it is shown that Dg,;, is near to 1 when the value of a is large.
This is because, when the value of a is small, the difference for the number of hops
is also small. From Fig. 3.7(b), it is found that, when the value of Thy,;, is about
0.7, Dgyy is high. It is because, when the value of T'hy;, is small, the difference of
the thresholds is large, and the packet loss of the burst with small hops increases.

On the other hand, when the value of Th,,;, is large, the difference for the number

of hops is also small. From Fig. 3.7, a = 0.95 in ET method and T'h,;, = 0.70 are
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Figure 3.9: The packet loss probability Py, versus input load p by the number of

hops in the proposed scheme.

used from the next evaluation.

Figure 3.8 and Figure 3.9 shows the packet loss probability of OCBS and the
proposed scheme by the number of hops versus input load, respectively. From Fig.
3.8 and Fig. 3.9, it is shown that the proposed scheme reduces the difference of
the packet loss probability by the number of hops compared with OCBS. This is
because the proposed scheme increases the probability that the burst with many
hops is reserved at the output channel by configuring the threshold for determining
whether the HD technique is applied or not. Thus, the proposed scheme achieves the
fair packet loss probability regardless of the number of hops compared with OCBS.

Figure 3.10 shows the degree of fairness about the number of hops for the packet
loss probability Dy, versus input load p. Dg; of The proposed scheme is nearer to
1 than OCBS, and it indicates that the proposed scheme achieves the fair packet

loss probability regardless of the number of hops compared with OCBS. Also, it is
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Figure 3.10: The degree of fairness about the number of hops for the packet loss

probability Dy, versus input load p.

found that LT method has better performance than ET method.

3.4.2 Throughput Performance

Figure 3.11 shows the throughput performance versus input load p. The through-
put is defined as an effective data rate normalized by the transmission rate. In Fig.
3.11, throughput performance of the proposed scheme is compared with those of
OCBS and OBS. Based on the result of Fig. 3.10, LT method is evaluated as the
proposed scheme. From Fig. 3.11, it is shown that the proposed scheme improves
the throughput performance compared with OBS, and the proposed scheme does
not degrade the performance compared with OCBS. This is because in the pro-
posed scheme, with hardly the increase of the total number of discarded packets,

the number of allocating the burst with many hops increases instead of decreasing
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Figure 3.11: The throughput performance versus input load p.

the number of allocating the burst with small hops by configuring the threshold for
determining whether the HD technique is applied or not. From Fig. 3.11, it is found
that the proposed scheme can achieve the fair packet loss probability regardless of
the number of hops compared with OCBS, and the proposed scheme hardly degrades

the throughput performance compared with OCBS.

3.4.3 Performance for Number of Core Nodes

Figure 3.12 shows the degree of fairness about the number of hops for the packet
loss probability Dy, versus the number of core nodes. From Fig. 3.12, it is found
that, in OCBS, the value of Dy, gets small as the number of core nodes increases.
This reason is explained blow. When the number of core nodes increases, the traffic
flow increases in the network. The overall packet loss probability becomes high since

the number of data channels is steady regardless of the number of core nodes in this
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Figure 3.12: The degree of fairness about the number of hops for the packet loss

probability Dy, versus the number of core nodes.

evaluation. So, the packet loss probability of a burst with small hops is high, and
the difference between a burst with small hops and a burst with large hops. On the
other hand, the value of Dy, in the proposed scheme is near to 1 regardless of the
number of core nodes. This result shows that the proposed scheme can achieve the
fairness about the number of hops for the packet loss probability in case of about

30 nodes ring topology.

3.4.4 Performance under Non-uniform Traffic

Figure 3.13 shows the packet loss probability versus the number of hops in case
the values of input load are different according to the number of hops. p,, indicates
the input load of a burst with n hops. Figure 3.13 shows two cases. One case is that

more bursts with small hops exist than bursts with large (p; = 0.80, p2 = p3 = ps =
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Figure 3.13: The packet loss probability Py, versus the number of hops in case the

values of input load are different according to the number of hops.

ps = pe = pr = 0.50). Another case is, conversely, that more bursts with large hops
exist than those with small hops (p; = 0.80,p1 = p2 = p3 = ps = p5 = ps = 0.50).
From Fig. 3.13, it founds that, in both cases, the proposed scheme can reduce the
difference for the number of hops. Therefore, regardless of the bias of traffic, the

proposed scheme is effective.

3.4.5 Performance for Distribution of Burst Length

The proposed scheme is effective in case that the HD technique can be used; two
more bursts overlap in time domain. The length of this overlap depends on the
length of each burst. Therefore, the effectiveness of the proposed scheme varies with
the burst length distribution. Here, for the packet loss probability, the geometri-
cal distribution is compared with the normal distribution. Figure 3.14 shows the

packet loss probability versus the number of hops according to the distribution of
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Figure 3.14: The packet loss probability Py, versus the number of hops according

to the distribution of the burst length.

the burst length. The deviation of the normal distribution is 1. From Fig. 3.14(a),
it is shown that the proposed scheme increase the packet loss probability of bursts
with small hops and achieve the fairness for the number of hops. In the geometrical
distribution, short bursts are generated. The probability of applying the HD tech-
nique to bursts with large hops is low. On the other hand, from Fig. 3.14 (b), it
is shown that the proposed scheme achieve the fairness not only by increasing the
packet loss probability of bursts with large hops. In the normal distribution, many
short bursts and many long bursts are not generated. The probability of applying
the HD technique is high compared with the probability in the geometrical distri-
bution. From Fig. 3.14, the effectiveness of the proposed scheme varies with the
distribution of the burst length. And, in the distribution of the burst length like the

normal distribution, the proposed scheme is effective.
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Figure 3.15: 8-node deformational ring topology.

3.4.6 Performance for Deformational Ring Topology

The performance of the proposed scheme is evaluated in the 8-node deformational
ring topology shown in Fig. 3.15. The link from node 3 to node 7 and the link from
node 5 to node 1 are added in the 8-node ring topology shown in Fig. 3.5. Figure 3.16
shows the degree of fairness about the number of hops for the packet loss probability
versus the value of T'hy, in the proposed scheme with LT. In a deformational ring
topology, when T'h,;, is near to 1, the value of Dy,;, is large. When T'h,;, is near
to 0, Dy, is near to 1. The performance shown in Fig. 3.16 is different from that
of Fig. 3.7. This is because the balance of traffic changes and, in this topology, the
difference of the packet loss probability for the number of hops.

Figure 3.17 shows the packet loss probability versus the number of hops. p is set
to 0.50. Thpmi, is set to 0.20 based on the result shown in Fig. 3.16. It is shown
that the proposed scheme reduces the difference of the packet loss probability by
the number of hops compared with OCBS. This is because the proposed scheme

increases the probability that the burst with many hops is reserved at the output
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probability Dy, versus the value of T'hy, in the proposed scheme with LT.

channel by configuring the threshold for determining whether the HD technique is
applied or not. Thus, the proposed scheme achieves the fair packet loss probability
regardless of the number of hops compared with OCBS.

From Fig. 3.16 and Fig. 3.17, the proposed scheme can improve the packet loss
probability in a deformational ring topology as well as a ring topology. Also, it
found that the effective value of the threshold varies with network configuration.
Therefore, not only the number of hops but also network topology is important in

configuring the threshold in the proposed scheme.

3.5 Conclusion

The fair burst dropping scheme technique has been proposed in order to achieve

the fair packet loss probability regardless of the number of hops in OCBS. The pro-
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Figure 3.17: The packet loss probability Py, versus the number of hops.

posed scheme adjusts the threshold for determining whether the HD technique is
applied or not. The proposed scheme can reduce the difference of packet loss due to
the number of hops by applying the HD technique in consideration of the number of
hops. By computer simulation, it was shown that the proposed scheme can achieve
the fair packet loss probability regardless of the number of hops to the destination
edge node compared with a conventional one.

From simulation results, it is said that the proposed scheme is effective in a ring
topology under uniform traffic. Under non-uniform traffic and a deformational ring
topology, the proposed scheme is effective. However, this simulation evaluates per-
formances in only limited conditions. So, more evaluations are needed to study the
effectiveness for non-uniform traffic and a general topology.

The proposed scheme achieves the fairness by heightening the packet loss proba-
bility of a burst with small hops and lowering the packet loss probability of a burst

with large hops. In the results of computer simulations, it is found that the pro-
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posed scheme cannot lower the packet loss probability of a burst with large hops

very much. It is a future issue of the proposed scheme.
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Chapter 4

A Self-learning Route Selection Scheme
Using Multi-Path Searching Packets in
OBS Network

4.1 Introduction

In this chapter, we propose the scheme that reduces the probability of burst con-
tention by controlling the transmission of bursts at an edge node without resolving
burst contention at a core node. An edge node can control a burst length, an offset
time, a route, the wavelength used in the transmission, and the transmission rate. In
the proposed scheme, each edge node controls the route to the destination edge node.
In a conventional OBS network, a burst is forwarded on the shortest path route. A
deterministic routing using a shortest path route is easy to apply in term of costs. In
particular, considering the operation costs at the link failure, a deterministic routing
is useful. However, in a deterministic routing, the traffic load is concentrated on a
certain link, and it causes burst contention. In the proposed scheme, each edge node
learns a suitable route to the destination edge node autonomously by using newly
employed feedback packets and search packets. Due to the self-learning at each edge
node, the traffic load is distributed in an OBS network. Therefore, the proposed
scheme can reduce the probability of burst contention. According to computer sim-

ulations, under nonuniform traffic, the proposed scheme can reduce approximately
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one decade smaller burst loss probability compared with the conventional shortest

path routing method.

4.2 Proposed Self-learning Route Selection Scheme

The proposed scheme introduces the transmission of feedback packets and some
search packets. By using feedback packets and search packets, each edge node learns

a suitable route to the destination edge node autonomously.

4.2.1 Self-learning method

Each edge node keeps the information of all routes to each destination edge node
by using the link-state routing protocol such as the open shortest path first (OSPF)
protocol. The priority is set for each route. The source edge node receives a feedback
packet after sending a burst. Figure 4.1 shows the reception of a feedback packet.
When a burst was forwarded successfully, the destination edge node sends back
the feedback packet that indicates the success of the transmission as shown in Fig.
4.1(a). When a burst was discarded at an immediate core node, the core node sends
back the feedback packet that indicates the failure of the transmission as shown
in Fig. 4.1(b). Note that, core nodes can detect burst contention with control
packets. In other words, an optical domain transfers optical burst signals without
any sophisticated function. Details are describes here after. Feedback packets are
forwarded on the control channel as well as control packets.

Each ingress edge node receives feedback packets and updates the priority of the
route based with the information of feedback packets. And, next time, an edge node
sends a burst on the route that has the highest priority of all the routes. The update

of the priority is as follows. Each route has two values P, and N¢. P is the priority



Chapter 4 Self-learning Route Selection Scheme in OBS 75

Control Packet

J

. Control
Burst Payload " Channel

Data
> Channel
Route 7\
Info. /
Update _|Success

< Control
Feedback Packet Channel

(a) The success of the transmission

Destination
Edge
Node

Source
Edge
Node

<

[ ], Control

~ Channel
Data
Channel
Discarded L.
Source Destination
Route
Edge 1}nfo, _O © O_ Edge
Node \IJ Node

Update < Failure

Control
Channel

(b) The failure of the transmission

Figure 4.1: The reception of a feedback packet.

(0 < P < 1), and N¢ is the number of received feedback packets. The default value
of P is 1, the default value of N; is also 1. On receiving feedback packets, edge

nodes update P and N; by using calculating formula [1] written below,

e When the feedback packet indicates the success of the transmission,

_PXNf+1

P
Ne+1 7

Ny = Ne+1 (4.1)

e When the feedback packet indicates the failure of the transmission,
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P x Nf
Ner1o T (42)

Figure 4.2 shows an example of updating the priority. In Fig. 4.2, at first, the source
edge node receives the feedback packet that indicates the failure of the transmission

on the route 2. P and N; on the route 2 are updated as below,

=075, N;=3+1=4 (4.3)

In Fig. 4.2, second, the source edge node receives the feedback packet that indicates
the success of the transmission on the route 1. P and N; on the route 1 are updated

as below,

0.80 x 5
=" "= 083, N=5+1=6 44
5+1 ) M= (4:4)

When the priority P is close to 1, the route has a high probability of the success.

When the priority P is close to 0, the route has a high probability of the failure.
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4.2.2 Transmission of a search packet

In the proposed scheme, in order to improve the performance of the self-learning,
the source edge node sends not only a burst but also some search packets on the
control channel. Search packets are forwarded on several routes except the route
used for the transmission of a burst. In the proposed scheme, the number of search
packets Ng is set. An edge node selects Ny + 1 routes in descending order of the
priority, transmits a burst on the route that has the highest priority, and transmits
search packets on the remaining Ng routes. When Nj is larger than the total number
of the routes, an edge node transmits a burst on the route that has the high priority,
and transmits search packets on all the other routes. Figure 4.3 shows an example
of transmitting search packets.

Figure 4.3 shows the case that the source edge node E0 sends a burst to the
destination edge node E1. In Fig. 4.3, the number of search packets N is set to
2. In the case of Ny = 2, the source edge node sends search packets on the route
that has the second highest priority and on the route that has the third highest
priority. A search packet includes the burst length, offset time, and data channel
of the burst forwarded. A search packet is forwarded on a control channel, and
is processed electrically at core nodes as well as a control packet. Also, the burst
is not forwarded on the route where a search packet is forwarded. On receiving a
search packet, a core node judges whether, when the burst arrives at the core node,
burst contention occurs, or not. When burst contention doesn’t occur, the core node
forwards the search packet to the next node. When burst contention occurs, the core
node sends back the feedback packet that indicates the failure of the transmission.
On receiving a search packet, the destination edge node sends back the feedback
packet that indicates the success of the transmission.

By sending search packets, an edge node searches whether the transmission of a
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Figure 4.3: An example of transmitting search packets (N,=2).

burst is succeeded or failed on the route except the route used for the transmission of
the burst. The transmission of search packets enable an edge node to learn a suitable
route without sending a burst payload, and discarded burst number can be reduced
in the process of the self-learning. Also, the transmission of search packets enables
an edge node to receive feedback packets for several routes at the transmission of one
burst. Therefore, an edge node can respond to the change of the traffic immediately.
The transmission of search packets improves the performance of the self-learning.
In the proposed scheme, each edge node learns a suitable route by using feedback
packets and search packets. The traffic load is distributed due to the self-learning
at each edge node. Therefore, the proposed scheme reduces the probability of burst

contention.
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4.3 Simulation Results

4.3.1 Simulation Model

Computer simulations are carried out to evaluate the performance of the proposed
scheme. We compare the proposed scheme with the conventional scheme where a
burst is forwarded on the shortest path route. We consider a mesh network as
shown in Fig. 4.4. The number of core nodes is 6, and each core node connects
one edge node. There is no wavelength converter and optical buffer in all core
nodes. In Fig. 4.4, there is 30 combinations of source edge node and destination
edge node, 20 combinations have 4 routes, 8 combinations have 5 routes, and 2
combinations have 8 routes. The distance between two successive nodes is taken
to be 10 km. Each link is assumed to have W -wavelengths data channel and one-
wavelength control channel. We assume that each wavelength runs at 10 Gbps. Each
edge node generates the bursts according to an on/off model. The burst length is
assumed to be exponentially distributed with the average of 12500 bytes [2]. We
assume the nonuniform traffic where the traffic load is different in each combination
of source edge node and destination edge node.

In our simulation, we set the offered load for each combination of source edge
node and destination edge node. p is defined as the offered load of the traffic from
edge node EO to edge node E3, and the traffic from edge node E1 to edge node E4.
And, p/« is defined as the offered load of the other traffic(ow > 1.0), which emulates
traffic unbalance or hot-spot in the network. Therefore, when a burst is forwarded
on the shortest path route, the traffic load is concentrated on link C1—C2. With
increasing the value of «, the load of link C1—C2 is larger than that of the other

links. In this paper, « is called the traffic bias.
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Figure 4.4: The simulation network model.
4.3.2 Simulation Results

Figure 4.5 shows the burst loss probability versus the number of search packets
Ng in the proposed scheme. This was done at the number of wavelength W = 32,
the offered load of p = 0.50, and the traffic bias of a = 20,40. It shows that the
proposed scheme with search packets offers lower burst loss probability than that
without search packets. This is because the transmission of search packets enables
edge nodes to get more information and to reduce the number of discarded bursts in
the process of the self-learning. However, it also shows that increasing search packets
doesn’t improve the burst loss probability. This reason is as follows. When the route
with many hops is used, a burst is more likely to be discarded at an intermediate
core node. Therefore, each edge node doesn’t need the routes with many hops, and
have only to search the routes with a few hops. From Fig. 4.5, it is clear that, in
the network shown in Fig. 4.4, it is enough by N; = 2.

Figure 4.6 shows the burst loss probability versus the offered load p. This is done

at the number of wavelength W = 32, and the traffic bias a of 20. Ny is denoted as
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Figure 4.5: The burst loss probability versus the number of search packets Nj.

the number of search packets in the proposed scheme. It shows that the proposed
scheme offers lower burst loss probability than the conventional scheme. This is
because in the proposed scheme, due to the self-learning at each edge node, the
traffic is not concentrated on link C1—C2. Also, the proposed scheme with Ny = 2
offers lower burst loss probability than that with Ng; = 0, where Ny is the number
of search packets. This is because the transmission of search packets enables edge
nodes to get more information and to reduce the number of discarded bursts in the
process of the self-learning. From Fig. 4.6, it is clear that the proposed scheme
improves that burst loss probability due to the self-learning at each edge node, the
transmission of search packets improves the performance of the learning.

Figure 4.7 shows the improvement rate I of the burst loss probability versus the

traffic bias a. The improvement rate I is defined as,

I = Bconventiona.l

, (4.5)

Bproposed
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Figure 4.6: The burst loss probability versus the offered load p.

where Beopventional 15 the burst loss probability of the conventional scheme, and Bpoposed
is the burst loss probability of the proposed scheme. This was done at the number
of wavelength W = 32, and the offered load p = 0.40. In the proposed scheme, the
number of search packets N is set to 2. When the value of « is large, the improve-
ment rate [ is high. This reason is as follows. In the conventional scheme, the load of
link C1—C2 is larger with « increasing, and the number of bursts discarded on link
C1—C2 is increased. On the other hand, in the proposed scheme, the traffic load
is distributed, and the loss of many bursts on link C1—C2 can be avoided. From
Fig. 4.6, it is clear that the proposed scheme improves the burst loss probability
under the nonuniform traffic where the traffic load is different in each combination
of source edge node and destination edge node.
Figure 4.8 shows the hop distribution. This was done at the number of wavelength
W = 32, the offered load of p = 0.40, the traffic bias of & = 20, and the number of

search packets Ny of 2. We see that, in the proposed scheme, the probability of the
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lower number of hops is reduced and that of the higher number of hops is increased.
This reason is that, in the proposed scheme, each edge node learns a suitable route,
and selects the route except the shortest path route for the transmission of a burst.
From Fig. 4.8, we see, in the proposed scheme, each edge node changes the route
based with the result of learning, and the probability of burst contention is reduced.
However, increasing of the number of hops need more network resource. So it causes
negative impact on the network load. Both route selection and the number of hops
determine the burst loss probability.

Figure 4.9 shows the number of changing a route at intervals of 0.01 p seconds.
From Fig. 4.9, it is shown that the number of changing a route is large at the start
of the learning, the number of changing a route is few after about 1.0 p sec. There-
fore, each edge node can determine only one suitable route by the proposed scheme.

However, after time passed, the number of changing a route doesn’t become zero
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perfectly. This result shows that some combinations of source edge node and desti-
nation edge node can’t determine only one route and uses a few routes. Therefore,
for a perfect stability, some damping mechanism is needed.

Figure 4.10 shows the burst loss probability versus the number fo wavelengths .
This was done at the offered load of p = 0.40, and the traffic bias of & = 20. In
the proposed scheme, the number of search packets Ny is set to 2. It shows that,
regardless of the value of W, the proposed scheme offers lower burst loss probability
than the conventional one. This reason is as follows. As the value of W increases, the
number of bursts transmitted in one link increases. So, as the value of W increases,
the probability of burst contention decreases. However, in the conventional scheme,
regardless of the value of W, the traffic load is concentrated on link C1—C2, and a lot
of bursts are discarded on link C1—C2. On the other hand, in the proposed scheme,

the traffic load is distributed, the traffic load is not concentrated on link C1—C2.
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From Fig. 4.10, it is clear that the proposed scheme is effective regardless of the
number of wavelengths, and the proposed scheme can achieve a desired performance
about the burst loss probability with the smaller number of wavelengths than the

conventional scheme.

4.3.3 Study on Network Topologies

In this section, we evaluate the performance of the proposed scheme on the 8-
node dual-ring network and on the 16-node NSFNET network shown in Fig. 4.11.
In both topologies, there is no wavelength converter and optical buffer in all core
nodes. Also, each core node connects one edge node shown as Fig. 4.4. The numbers
on the links represent link distances in units of 1 km.

In Fig. 4.11(a), p is defined as the offered load of the traffic from edge node EO
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Figure 4.10: The burst loss probability versus the number of wavelengths W.

to edge node E2, and the traffic from edge node E1 to edge node E3. And, p/a is
defined as the offered load of the other traffic(a > 1.0). Therefore, when a burst
is forwarded on the shortest path route, the traffic load is concentrated on link
C1—C2. Also, in Fig. 4.11(b), p is defined as the offered load of the traffic from
edge node E2 to edge node E15, and the traffic from edge node EO to edge node
E12. And, p/« is defined as the offered load of the other traffic(ov > 1.0). Therefore,
when a burst is forwarded on the shortest path route, the traffic load is concentrated
on link C4—C9.

Figure 4.12 shows the burst loss probability versus the offered load p in the 8-node
dual-ring network (Fig. 4.11(a)). This is done at the number of wavelength W =
32, and the traffic bias o = 20, 100. In the proposed scheme, the number of search
packets Ng is set to 2. On a simple mesh network like Fig. 4.4, at the traffic bias «

= 20, the proposed scheme can improve the burst loss probability. However, on the



Chapter 4 Self-learning Route Selection Scheme in OBS 87

(b) 16-node NSFNET network

Figure 4.11: The 8-node dual-ring network and the 16-node NSFNET network.

ring topology, the proposed scheme cannot improve the burst loss probability at the
traffic bias a = 20, and the proposed scheme can improve the burst loss probability
at the traffic bias o = 100. This reason is as follows. On the dual-ring network, only
two routes can be used. The route that is not the shortest path route has many
hops. So, when this route is used, a burst is more likely to be discarded due to burst
contention. Therefore, except when the very large traffic load is concentrated on a
certain link, the use of the route that is not the shortest path route is not effective.
From Fig. 4.12, the proposed scheme is effective on the network where several routes

which have small hops can be used except the shortest path route.
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ring network.

Figure 4.13 shows the burst loss probability versus the offered load p on the 16-
node NFSNET network (Fig. 4.11(b)). This is done at the number of wavelength
W = 32, and the traffic bias @ = 20, 100. In the proposed scheme, the number of
search packets Ny is set to 2. It shows that, like a dual-ring network, the proposed
scheme cannot improve the burst loss probability at the traffic bias o = 20, and
the proposed scheme can improve the burst loss probability at the traffic bias o =
100. This reason is as follows. When the shortest path routes are used on a simple
mesh network like Fig. 4.4, many combinations of source edge node and destination
edge node use the same link. However, when the shortest path routes are used
on the NFSNET network, many combinations don’t use the same link. So, when
the traffic load is concentrated on a certain link, few combinations are affected, the

total performance is not very improved. Therefore, when the very large traffic load
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NFSNET network.

is concentrated on a certain link, the proposed scheme is effective. From Fig. 4.13,
the proposed scheme is effective on the network where many combinations of source
edge node and destination edge node use the same link.

From Fig. 4.12 and Fig. 4.13, the proposed scheme is effective on the network
topology where several routes which have small hops can be used except the shortest
path route, and many combinations of source edge node and destination edge node

use the same link.

4.4 Conclusion

In this chapter, the self-learning route selection scheme in OBS network has been
proposed. In the proposed scheme, each edge node learns a suitable route to the

destination edge node autonomously by using feedback packets and search packets
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newly. Due to the self-learning at each edge node, the traffic load is distributed
in an OBS network. Therefore, the proposed scheme can reduce the probability of
burst contention.

The performance of the proposed scheme is evaluated by computer simulation.
As a result, it is shown that, under nonuniform traffic, the proposed scheme can
reduce approximately one decade smaller burst loss probability compared with the
conventional shortest path routing method. When the bias of traffic becomes larger,
the proposed scheme has better performance. Also, it is shown that the proposed
scheme is effective on the network topology where several routes which have small
hops can be used except the shortest path route, and many combinations of source
edge node and destination edge node use the same link.

In this chapter, a simple learning scheme is adopted in order to investigate the
effect of the route selection by the self-learning. It is shown that the route selection
by the simple learning scheme is effective. However, on a large topology, a complex
topology, or a ring topology, the simple learning is not very effective. Therefore,
in order to improve the performance of the proposed scheme in these topologies,
we need examine the learning scheme in consideration for the intelligent schemes
[3]-[5]. Also, other future works are to add some damping mechanism for the perfect
stability, and to study combination the proposed scheme and contention resolutions

using optical buffering and wavelength conversion at a core node.
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Chapter 5

|
A Lightpath Route Selection Scheme

Considering Route Priority and
Wavelength Usage in GMPLS-Based
Optical GRID Network

5.1 Introduction

In the GMPLS-based optical GRID network, a lightpath is established among
computer resources by reserving communication resources such as an interface, a
node, a link, a wavelength and so on. The route of the lightpath is decided by
the routing protocol in GMPLS. Conventionally, the shortest path route is calcu-
lated based on a link metric which is exchanged by the routing protocol. The route
decision calculating the shortest path route is simple, and able to reduce the prop-
agation delay. However, in setup a lightpath, the existence of other lightpaths is
not considered. Therefore, in this routing, the traffic load is concentrated on a cer-
tain link which may cause bottlenecks. When bottleneck occurs, the blocking of
lightpath setup is increased. It means that, while a computing resource is available,
the computing resource cannot be connected due to the bottleneck. Therefore, it is
necessary to distribute the traffic and prevent occurrence of bottlenecks.

Several methods of distributing traffic are studied [1], [2]. These methods are
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based on the assumption that each node knows all lightpaths in the network. The
methods can provide a near optimal solution by computation based on the infor-
mation on all lightpaths. However, in a large-scale GRID network, it is unrealistic
to manage the information on all lightpaths. So, each node needs to consider the
condition of the network autonomously.

In this chapter, the lightpath route selection scheme is proposed in order to im-
prove the blocking probability of the lightpath setup. In our proposed scheme, the
route priority is introduced as the new parameter for the lightpath route selection.
Each source node updates the route priority according to the results of the lightpath
setup. Also, in setting up the lightpath, each source node sends lightpath setup re-
quest message on several paths. And, each request message collects the wavelength
usage information in the route. The destination node selects the route to reserve
the bandwidth based on the information from the request message. Each pair of
nodes selects a suitable route by considering the past empirical information and the
current wavelength usage information. Thus, the proposed scheme can distribute
traffic and suppress the occurrence of bottlenecks.

Based on computer simulation model, under nonuniform traffic, the proposed
scheme can reduce nearly 20 to 50 percent smaller blocking probability as compared

to the conventional GMPLS-based optical GRID network using shortest path route.

5.2 GMPLS-based Optical GRID Network

Figure 5.1 shows a GMPLS-based optical GRID network architecture. This net-
work consists of a GRID site and a GMPLS optical network. Computing resources
exist in each site, and a master node controls the local computing resources of the
site. The GMPLS optical network connects master nodes. In the GRID network,

computing resources and communication resources are needed to be managed. The
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GRID resource manager manages computing resources by connecting master nodes
in each site. Communication resources are managed by using GMPLS.

When a GRID user executes a job, the GRID user inquires for the GRID resource
manager about the available computing resources. Based on the information from
the GRID resource manager, the GRID user reserves the computing resources. In
the GMPLS optical network, a lightpath is set up between the computing resources
distributed geographically. According to the conditions which the GRID user speci-
fies, the lightpath route from the source node to the destination node is calculated by
the routing protocol of GMPLS such as OSPF-TE. And, by the reservation protocol
of GMPLS such as RSVP-TE, the communication resources, which are wavelengths,
on the lightpath route are reserved.

Figure 5.2 shows an example of the lightpath setup. Firstly, a source node sends
a PATH message to a destination node along the calculated route. The PATH mes-
sage collects the wavelength usage information on its way to the destination node.
When the destination node receives the PATH message, the destination node can
determine on which wavelength to reserve based on the information provided by
the PATH message. In this example, the destination node selects A3 of two idle
wavelengths on the route A\;, A3. Then, a RESV message is sent back to the source
node to configure the appropriate wavelength on each link along the route. The
data transmission can begin after the source node receives the RESV message.

The route from a source node to a destination node is calculated by using the
link cost which is exchanged at the routing protocol of GMPLS. And, the request of
the lightpath is forwarded on the route with lowest costs. Also, the interval of ex-
changing the costs of the link is much longer than the holding time of the lightpath.
So, dynamic network traffic change cannot be considered for the routing protocol of

GMPLS. Therefore, the traffic load is concentrated on a certain link, and it causes
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Figure 5.1: A GMPLS-based optical GRID network.

some bottlenecks. And, it causes the degrade of success rate of the lightpath setup.

5.3 Proposed lightpath route selection scheme

The lightpath route selection scheme is proposed in order to improve the block-
ing probability of the lightpath setup. The proposed scheme introduces the route
priority as the parameter for determining the lightpath route. A lightpath route is
decided by considering the route priority based on the past empirical information

and the link usage information which indicates the current network condition.
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Destinat-,
ion Node

5.3.1 Use of the route priority based on the past empirical

information

Each node keeps the information of all routes to each destination node by using

the routing protocol of GMPLS. The route priority is set for each route. The route

priority is calculated as the probability to succeed in the lightpath setup. So, the

range of the route priority R is 0 < R < 1. The source node receives RESV message

in the success of the lightpath setup. And, the source node receives NACK message

in the failure. The source node updates the route priority R by using calculating

formulas [3] written blow,

e When recieving RESV message (Success):

R:(RXNt+1)/(Nt+1),Nt:Nt+1

e When recieving NACK message (Failure):

R:RXNt/(Nt+1),Nt:Nt+1

(5.1)

(5.2)
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N; is the number of the lightpath setup trial. When the route priority R is close to 1,
the route has a high priority of success. Also, when the route priority R is close to 0,
the route has a high priority of failure. When a source node sends a PATH message,
the source node sends a PATH message on a route with a high route priority.

Figure 5.3 shows an example of updating the route priority. As shown in Fig. 5.3
(i), when a source node receives RESV message from its destination node, the source
node calculates the route priority and sets the route priority to a higher value. In
this example, the route priority of Route ID 1 turns from 0.70 to 0.76 (= (1 4+ 0.70 x
4) / (1 +4) ). As shown in Fig.5.3 (b), when a source node receives NACK message
from an intermediate node, the source node sets the route priority to a lower value.
The route priority of Route ID 2 turns from 0.80 to 0.76 (= 0.80 x 3 / (1 + 3) ).
In this way, the route priority is updated at every lightpath setup.

By using the route priority, each node can survey a suitable route to destination
nodes autonomously. So, each node can respond to the change of network traffic,

and the traffic load is distributed.

5.3.2 Determination of the route based on the current link
usage

When a source node sends PATH message, the source node selects k£ candidate
routes for the lightpath. k& routes with higher route priority are selected candidate
routes. And, the source node sends PATH messages on candidate routes. Each
PATH message collects the information of the link usage of each link on the route.
The link usage means the number of idle wavelengths Wiq.. Each PATH message
keeps the value of the minimum number of idle wavelengths among the links on the
route. After receiving all PATH messages, the destination node decides one route to

send a RESV message on. The route with the largest minimum number is selected.
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Figure 5.3: An update of the route priority.

Figure 5.4 shows an example for a determination of the lightpath route by using
multi-PATH messages. In the example of Fig. 5.4, the source node A selects k
= 2 candidate routes of the three routes. By considering the route priority, the
source node sends PATH messages on Route 1 (A — B — D) and on Route 3 (A
— C — E — D). By considering the minimum number of idle wavelengths on each
route, the destination node selects Route 3 as the route to send a RESV message on.
By sending PATH messages on several routes, the determination in consideration

of the current network condition can be done. Also, at one lightpath setup, the
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Figure 5.4: A determination of the lightpath route by using multi-PATH messages

source node can receive the feedback information about several routes and update
the route priorities. Therefore, the source node can respond to the change of the
traffic immediately.

By considering both the route priority as the past empirical information and the
link utilization as the current network information, the proposed scheme reduces the

blocking probability.

5.4 Simulation Results

Computer simulations models were developed to evaluate the performance of the
proposed scheme. This simulation compare the proposed scheme with the conven-
tional scheme where a source node sends a PATH message on the shortest path
route. A mesh network as shown in Fig. 5.5 is considered. HOPI (Hybrid Optical
and Packet Infrastructure Project) testbed topology is used in USA [4] as reference.

The number of GMPLS nodes in the network is 11. There is no wavelength converter
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Figure 5.5: Simulation network model.

and optical buffer in all nodes. Every link has 32 wavelengths.

The nonuniform traffic is assumed in this simulation. Here, the nonuniform traffic
means that the traffic load is different in each combination of source edge node and
destination edge node. Compared to other combinations, 20 times heavy connection
requests from node 1 to node 5 and from node 7 to node 0 arrives. Also, the holding
time of the established lightpath is 1 sec.

Figure 5.6 shows the blocking probability versus the offered load. In the proposed
scheme, the number of candidate routes k£ in sending multi-PATH messages is set
to 3. This figure shows that the proposed scheme offers about 20-50 percent smaller
blocking proposed probability compared with the conventional scheme. This is be-
cause, in the conventional scheme, the traffic loads are concentrated on certain links,
especially on the links along the shortest path route from node 1 to node 5 and from
node 7 to node 0. So, bottlenecks occur on these links, and it causes high blocking
probability. On the other hand, in the proposed scheme, by considering the route
priority and the current link usage, the traffic is distributed and the traffic is not

concentrated on a certain link. So, the proposed scheme reduces the generation of
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Figure 5.6: The blocking probability versus the offered load (k = 3).

blocking.

Next, the link utilization performance is evaluated. Figure 5.7 shows the average
link utilization of all links versus the offered load. Figure 5.8 also shows the maxi-
mum link utilization and the minimum link utilization versus the offered load. From
Fig. 5.7, it is shown that the proposed scheme has higher average link utilization
than the conventional scheme. And, from Fig. 5.8, it is shown that the difference
between the maximum link utilization and the minimum link utilization in the pro-
posed scheme is smaller than that in the conventional scheme. This is because, in
the conventional scheme, the traffic is concentrated on a few links and other links
have a low traffic load. So, the difference is large and blockings of lightpath setup is
generated on the links with high link utilization. On the other hand, in the proposed

scheme, the traffic is distributed by selecting the route based on the route priority
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Figure 5.7: The average of link utilization versus the offered load (k = 3).

and the current link usage. Therefore, the proposed scheme uses all links effectively,
and reduces the number of blockings. From Fig. 5.6, 5.7 and 5.8, it is clear that the
proposed scheme improves the blocking probability by distributing traffic and using
links of the network effectively.

Next, the connectivity between nodes is evaluated. In the GRID network, it
is important to connect every node all the same. Figure 5.9 shows an example
of unfairness about the connectivity. In Fig. 5.9, the blocking probability of the
lightpath setup from Node A to Node D is lower than that from Node E to Node D.
In this case, Node A is easier to be connected to Node D than Node E. It means the
unfairness about the connectivity to Node D. Also, the blocking probability of the
lightpath setup from Node A to Node D is lower than that from Node F to Node G.

So, the success probability of establishing a connection is unfair by pairs of a source
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Figure 5.8: The maximum and minimum of link utilization versus the offered load

node and a destination node.

The fairness index [5] is used for the evaluation about the connectivity. The

fairness index F' is defined as

(Mt 2! By)?

= M—1~~M—-1 2
Ny x 3550 2= Bij

(5.3)

M is the number of nodes in the network, and N, is the number of pairs of the
source node and the destination node. Also, B;; indicates the blocking probability
for the request of the lightpath from the source node ¢ to the destination node j.
When the fairness index F' is near to 1, the difference of the blocking probability
by pairs is small. In other words, the connectivity between nodes in the network is

almost equal regardless of the combination of the source node and the destination
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Figure 5.9: An example of unfairness about the connectivity.

node. In the simulation network model shown in Fig. 5.5, M =11 and N, = 110.

Figure 5.10 shows the fairness index versus the offered load. From Fig. 5.10,
it is shown that the fairness index of the proposed scheme is higher than that of
the conventional scheme. In the conventional scheme, since the traffic concentrates
on a certain link, the blocking probability for the lightpath of a particular source-
destination pair is high. The proposed scheme distributes the traffic, and reduces
the occurrence of bottlenecks. However, the difference of the fairness index gets
smaller and smaller as the offered load becomes large. Therefore, the effect of the
proposed scheme is small in the high offered load.

Figure 5.11 shows the setup time of lightpath versus the offered load. Here, the
setup time means the time from the start of sending PATH message to the end of
receiving RESV message at a source node. From Fig. 5.11, the setup time of the
proposed scheme is about as long as that of the conventional scheme. In the pro-
posed scheme, the shortest path is not always used. So, the propagation delay time
between a source node and a destination node is long. Also, multi PATH messages

reach the destination node at different times because the route of each PATH mes-
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Figure 5.10: Fairness index F' versus the offered load (k = 3).

sage is different. The destination node cannot send RESV message until receiving
all PATH messages. Due to these factors, the setup time of the proposed scheme
is long. Therefore, the proposed scheme has bad performance in the wavelength
utilization. For example, when the holding time of the lightpath is 1 sec, the setup
time in the proposed scheme is about 4 percents of the holding time. So, the degree
of a negative impact depends on the holding time.

From Fig. 5.6 to Fig. 5.11, the proposed scheme improves the blocking proba-
bility and the fairness about the connectivity by distributing traffic. However, the
proposed scheme makes the setup time of lightpath long, and gives a negative impact
to the performance for the setup time. Therefore, in using the proposed scheme,

this trade-off must be considered.
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Figure 5.11: The setup time of the lightpath versus the offered load (k = 3).

5.5 Conclusion

The lightpath route selection scheme has been proposed in order to improve the
blocking probability of a GMPLS-based optical GRID network. In the proposed
scheme, the route priority is introduced as the new parameter for the lightpath
route selection. Each source node updates the route priority according to the re-
sults of the lightpath setup, and learns the suitable route autonomously. Also, in
setting the lightpath, each source node sends PATH messages on several routes.
And, each PATH message collects the link usage information of the route. The des-
tination node selects the route to reserve the bandwidth based on the information
from the PATH messages. The proposed scheme can distribute the traffic by con-
sidering the past information and the present information. According to computer

simulations, under nonuniform traffic, the proposed scheme can reduce nearly 20-50
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percent smaller blocking probability as compared to the conventional optical GRID
network using shortest path route.

Future research directions include the performance evaluation considering the
dynamic change of traffic. Under the dynamic traffic, the holding time, and the
frequency of lightpath setup requests are variable. The function considering time
interval may be important, such as the initialize mechanism. Also, the study of the
resource reservation scheme considering not only communication resources but also

computing resources is also an area of research interest.
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Chapter 6

Conclusions and Future Works

In this thesis, three efficient optical data transfer schemes are proposed for the next
generation optical network. By computer simulation, it is clarified that performances
and effectiveness of the proposed schemes. Works in Chapter 3-5 are summarized
blow.

In Chapter 3, the fair burst dropping scheme technique was proposed in order to
achieve the fair packet loss probability regardless of the number of hops in OCBS.
The proposed scheme configures the threshold for determining whether the HD tech-
nique is applied or not. The proposed scheme can reduce the difference of packet
loss due to the number of hops by applying the HD technique in consideration of the
number of hops. By computer simulation, it was shown that the proposed scheme
can achieve the fair packet loss probability regardless of the number of hops to the
destination edge node compared with a conventional one.

In Chapter 4, the self-learning route selection scheme in OBS network was pro-
posed. In the proposed scheme, each edge node learns a suitable route to the desti-
nation edge node autonomously by using feedback packets and search packets newly.
Due to the self-learning at each edge node, the traffic load is distributed in an OBS
network. The performance of the proposed scheme is evaluated by computer simu-
lation. As a result, it is shown that, under nonuniform traffic, the proposed scheme
can reduce approximately one decade smaller burst loss probability compared with

the conventional shortest path routing method. When the bias of traffic becomes
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larger, the proposed scheme has better performance. Also, it is shown that the pro-
posed scheme is effective on the network topology where several routes which have
small hops can be used except the shortest path route, and many combinations of
source edge node and destination edge node use the same link.

In Chapter 5, the lightpath route selection scheme was proposed in order to im-
prove the blocking probability of a GMPLS-based optical GRID network. In the
proposed scheme, the route priority is introduced as the new parameter for the light-
path route selection. Each source node updates the route priority according to the
results of the lightpath setup, and learns the suitable route autonomously. Also,
in setting the lightpath, each source node sends PATH messages on several routes.
And, each PATH message collects the link usage information of the route. The des-
tination node selects the route to reserve the bandwidth based on the information
from the PATH messages. The proposed scheme can distribute the traffic by con-
sidering the past information and the present information. According to computer
simulations, under nonuniform traffic, the proposed scheme can reduce nearly 20-50
percent smaller blocking probability as compared to the conventional optical GRID
network using shortest path route. The proposed scheme has the trade-off between
the setup time and the blocking probability.

I summarize challenges of the proposed schemes remained as future works. The
performance evaluation is needed for the dynamic change of traffic and the variety of
topologies. In Chapter 3, more evaluations are needed to study the effectiveness for
non-uniform traffic and a general topology. In Chapter 4 and 5, it is an important
issue to study mechanisms for the temporal change of traffic, for example, an initial-
ize mechanism and a damping mechanism. The implementation and experiment of
the proposed schemes are also big challenges. By implementing prototypes, practi-

calities of the proposed schemes should be evaluated (about the implementation and
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experiment, some works have been tried. These works are explained in Appendix.).

These proposed schemes are expected to contribute to realize an efficient optical
network for bulk data transfer. The fair burst dropping technique in Chapter 3 is
applied to the mechanism for achieving the fairness about the location of each node.
By the route selection schemes in Chapter 4 and 5, bottlenecks in the network are
reduced. In my researches, all-optical network, where not only data payload but also
a header are processed in an optical domain, is not focused as the next generation
optical network. In the future, all-optical network is expected to be developed. A
core node is required to process optical signals quickly. So, it may be difficult for the
core node to execute complicated process. Therefore, it is important to control the
transmission before sending data by the cooperation with the edge nodes and con-
trol plane. I believe that, in future optical network, the edge node is required more
intelligent functions, and the core node is required high-speed optical switching. For
future optical network, approach in Chapter 3 may be difficult to be realized. It
is because this approach needs complicated optical header processing. The optical
header processing method and the cooperation with control plane should be consid-
ered. Fairness problem itself will become more important due to the development
network services. Approaches in Chapter 4 and 5 seem useful for future optical net-
work in terms of proposing the autonomous distributed transmission control scheme.
These approaches are expected to be developed by considering more sophisticated
algorithms and cooperation schemes with control plane. In this way, my researches

are expected to contribute for future optical network.
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Appendix A

Implementation and Experiment for the
Next Generation Optical Network

Control Technique

A.1 An experiment of Optical Slot Switching

In Yamanaka Laboratory which I belong to, Optical Slot Switching (OSS) is
designed and implemented for bulk contents data transfer. Figure A.1 shows OSS
network. All OSS nodes are synchronized and share the fixed-length time-period
named slot. Each slot carries multiple packets. One user is allocated all bandwidth
in a slot.

However, it is very difficult to realize the slot switching network with conventional
optical switches such as Micro Electro Mechanical System (MEMS) switch. Since
the switching time of the MEMS switch is several hundred msec and the overhead
between slots in large, a network based on the MEMS switch cannot transfer contents
efficiently. In OSS, the guard time is reduced by using the PLZT (Lead-Lanthanum
Zirconate-Titanate) optical switch [1]-[2]. The switching time of the PLZT optical
switch is very high speed with less than 10 nsec. This ultra-high speed PLZT switch
can improve the bandwidth utilization unlike the MEMS switch. Generalized Multi-
Protocol Label Switching (GMPLS) [4] extension protocol is employed as the slot

reservation scheme. PLZT optical switch is configured by GMPLS control plane.
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Figure A.1: OSS network.

Resource reSerVation Protocol-Traffic Engineering (RSVP-TE) [5] is extended
and optical slot reservation is realized. RSVP-TE is standarized as the GMPLS
signaling protocol. Figure A.2 shows an example of slot reservation in OSS. Each
vertical line is a time line, and each time line is divided into frames consisting of
several slots. In Fig. A.2, the number of slots in a frame is 3. OSS node 1 sends
a PATH message to OSS node 4 as a request message of connection between OSS
node 1 and OSS node 4. OSS node 2 and OSS node 3, which are intermediate nodes,
receive the PATH message and confirm whether there are vacant slots. If there are
vacant slots, these intermediate nodes store the information about vacant slots and
send the PATH message to the next node. Upon receiving the PATH message, OSS
Node 1 selects Slot 2, the earliest slot the PATH message to the next node. Upon
receiving the PATH message, OSS node 1 selects Slot 2, the earliest slot among all
available slots on all available slots on all the links of the route, and sends a RESV
message for OSS node 1. Two intermediate nodes receiving the RESV message
reserve Slot 2 and send the RESV message to the next node. Each intermediate

node maintains information about the reserved slots and the corresponding output
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Figure A.2: An example of slot reservation in OSS.

port in the PLZT switch. Upon receiving the RESV message, OSS node 1 transfers
the content by using the reserved slots in each frame. OSS node 1 sends a Path Tear
Down message for OSS node 4 and releases the slots after finishing content transfer.
Each intermediate node sends a switch control signal to the PLZT switch based on
the information about the reserved slots and the corresponding output port. Each
PLZT switch selects an output port based on the switch control signal. In Fig. A.2,
the switch in OSS node 3 switches from Port 2 to Port 7. Therefore, OSS node 4

can receive the content in Slot 2.
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Next, the experiment about OSS network and my work about implementing OSS
node system are explained. Figure A.3 shows an OSS node system. This OSS node
system consists of a Linux-based PC with GMPLS software and a PLZT optical
switch unit. The Linux-based PC is connected to the PLZT optical switch unit via
a serial cable. Figure A.4 shows a diagram of the OSS node system. In this experi-
ment, I mainly worked about extending GMPLS signaling protocol (RSVP-TE) for
OSS. I implemented two functions. One function is to calculate the scheduling of
optical slots according to received signaling messages. Another function is to call
a PLZT Optical Switch Controll Program based on the results of scheduling. By
implementing these two functions, the Linux PC can control the PLZT switch in
conjunction with RSVP-TE. Figure A.5 shows an experimental OSS network struc-
ture. In the network, the number of slots in a frame 2, and slot size can be changed
as needed. It was confirmed that the streaming contents data is transmitted to
Receivers by reserving optical slots. About this experiment, the demonstration was
held in 2nd International Conference on IP4+Optical Network (iPOP2006) shown in
Fig. A.6.

In Yamanaka Lab., A study about OSS continues. In MPLS 2006 International
Conference, Yamanaka Lab. took part in a national inter-operability trail of GM-
PLS, and tested the performance about the inter-connectivity of the OSS node sys-
tem. A new access-distribution network architecture using OSS was designed and
implemented [6]. Also, a new high-speed HDTV contents delivery network with OSS
was designed and implemented by using Ethernet/Optical Slot protocol converter

as an edge node in OSS network [7].
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Figure A.3: An OSS node system.
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Figure A.4: A diagram of the OSS node system.
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Figure A.6: A picture of the experimental network.
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A.2 Interoperability Trial about the Next Gener-

ation Optical Network Control Technique

Interoperability trials about the next generation optical network control technique
have been held. I have tested the interoperability of GMPLS software used in
Yamanaka Lab. which I belongs to. In this section, the interoperability trials which

I took part in are introduced.

A.2.1 Interoperability Trial about Signaling Interworking of

Multi-carrier ASON/GMPLS Network Domains

GMPLS is a set of network control protocols to envision a next generation high
performance transport networks. GMPLS based transport networks are divided into
two categories. One is ITU-T’s Automatically Switched Optical Networks (ASON)
overlay network [8], and the other is IETF’s GMPLS overlay and peer networks
[4], [9]. Although both networks can use almost the same GMPLS protocols as an
internal network to network interface (I-NNI) protocol [10], [11], their user network
interface (UNI) protocols, so-called ASON UNI and GMPLS UNI, are slightly dif-
ferent from each other. Since the architectural choice of GMPLS networks differs
among carriers, the consideration to introduce a GMPLS based external network
to network interface (E-NNI) protocol is indispensable in order for carriers/service
providers to provide a seamless end-to-end call set up service to all users without
being restricted by the adopted network architecture.

In this trial, the interoperability was tested among four operators’ total of seven
ASON and GMPLS network domains. Figure A.7 shows the network domain overview.
Seven network domains were interconnected by ASON E-NNI. Ten Gigabit Ether-

net (GbE) E-NNI links and one Synchronous Transport Module-16 (STM-16) E-NNI
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Figure A.7: The network domain overview.

link were created among domains. The evaluated overall network consisted of ASON
and GMPLS trial networks by NTT Laboratories, a GMPLS trial network by KDDI
Laboratories, ASON and GMPLS trial networks by NICT, and the NICT JGN II
GMPLS network. This field trial of ASON and GMPLS interworking was conducted
on a nationwide scale, and seamless call set up over multi-carrier domains over the
distance of 1000 km or more was successfully achieved for the first time.

Next, the test about Keio node is explained. Figure A.8 shows the connection
established via Keio node. Keio node locates in NICT GMPLS Domain. It is
assumed that Keio node is a cross connect (XC). In this trial, Keio XC has only
a control plane function, and doesn’t have a device for data plane. TDM Label
Switched Path (LSP) is established via Keio XC between NEC XC and Fujitsu XC
by using Open Shortest Path First-Traffic Engineering (OSPF-TE) and RSVP-TE.
Figure A.9 shows the results of OSPF-TE. It was confirmed that the process was
executed correctly for connecting next nodes (NEC XC and Fujitsu XC). Figure A.10
shows an advertize of TE link information. From this figure, it is confirmed that the

link information such as available bandwidth was transmitted. Figure A.11 shows
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Figure A.8: The connection established via Keio node.
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Figure A.9: The results of OSPF-TE.

the results of RESV-TE. Keio XC processed each signaling message as a transit

node, and TDM LSP was established.
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Figure A.10: An advertize of TE link information.

i Signaling Sequence in RSVP-TE
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Figure A.11: The results of RESV-TE.
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A.2.2 Multi-area MPLS/GMPLS Interoperability Trial in

Packet / TDM / ROADM/ OXC Network

In this trial, multi-area MPLS/GMPLS interoperability was tested. The interop-
erability trial employs the interior gateway routing protocol (IGP) based multi-area
routing architecture, which is unlike any previous trial employing single-area [12],
[13], hierarchical [14], and inter-AS routing architecture [15]. This functional evalu-
ation is quite important in overcoming the scalability limit of the single-area routing
architecture and to the operation of hundreds of NEs within a nationwide carrier
domain.

Figure A.12 shows an overview of the IGP routing architecture in the MPLS/GMPLS
test-bed. The test-bed network, which comprises IP/MPLS routers, TDM-XCs, re-
configurable OADMs (ROADMs), OXCs, and (G)MPLS test equipment from 14
vendors, was constructed over a transpacific control network between the Toyo Cor-
poration in Japan and the Isocore in the United States. The GMPLS layer comprises
the backbone area and three sub-areas in the overall test-bed network. Figure A.13
shows a detailed configuration of the test-bed network. The network comprises
STM-16, optical GbE, and STM-16/GbE multi-rate optical links. Keio node, which
is an optical cross connect, locates in Area 3. This KEIO OXC works as a transit
node in GMPLS network. A multi-area MPLS/GMPLS interoperability trial was
successfully conducted using various types of network elements from 14 vendors for
the first time.

In Yamanaka Lab., the interoperability test was tried between this multi-area
MPLS/GMPLS network and Yamanaka Lab.’s Optical Slot Switching (OSS) net-
work. Figure A.14 shows the network configuration. Keio OXC in Area 3 is con-
nected to OSS node 1 and Receiver 2. To establish OSS path between Streaming

Server and Receiver 2 is tested. As a result, it was that the connection was estab-
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Figure A.12: An overview of the IGP routing architecture.
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Figure A.13: A detailed configuration of the test-bed network.

lished by RSVP-TE in a control plane. However, in a data plane, the connection
couldn’t be established. It is thought that the connection between OXC device
in Keio OXC and PLZT optical switch unit had some problems. This is a next

challenge.
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A.3 An Experiment for Controlling Wide Area
Ethernet by GMPLS supporting Layer-2 Switch-
ing Capability

High speed and large capacity Ethernet technologies have been developed as rep-
resented by GbE and 10 Gigabit Ethernet (10GbE). Currently, due to the growth of
Ethernet technologies, Ethernet has been deployed in Wide Area Network (WAN)
as well as Local Area Network (LAN). Therefore Wide Area Ethernet is focused on
as a high performance transport network.

In Wide Area Ethernet network, an Ethernet private line (EPL) and an Ethernet
virtual private line (EVPL) are major basic services. To realize EPL and EVPL, a
connection is established by setting up Virtual LAN (VLAN). Therefore, the tech-
nique of setting up VLAN efficiently in a wide area is an important challenge.

In order to accomplish the challenge, an experiment of virtual private line setup
over GMPLS controlled gigabit Wide Area Ethernet was held. Figure A.15 shows
network architecture of gigabit Wide Area Ethernet. This network consists of a
backbone domain and a provider domain. Provider edge/switching nodes are con-
nected with GbE link. Backbone nodes are connected with 10GbE link. This 10GbE
link accommodates several L2 LSPs from the provider domain.

A resource manager collects the resource information, such as available VLAN
tags and bandwidth, of each node periodically. When a provider edge node receives
an L2 LSP setup request, the node asks the resource manager to obtain the route
information to the destination node. The resource manager calculates a suitable
route and informs the route information such as node ID, port No., and VLAN Tag
ID to the source node. Path Computation Element (PCE) [19] can be used as the

resource manager.
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Figure A.15: Network architectrue of gigabit Wide Area Ethernet.

Figure A.16 shows the usage type of L.2 LSP supposed in Wide Area Ethernet.
Two VLAN types are used. One is tagged-VLAN, and another is untagged(port
based)-VLAN [20]. In the backbone domain, several L2 LSPs are accommodated
into one link. So, tagged-VLAN is used. In the provider domain, tagged-VLAN or
untagged-VLAN is used based on the request of a user and the resource usage of
each L2 switch. When a user requests to communicate with multiple destination
nodes using one Ethernet interface, an L2 LSP consists of only tagged-VLAN, as
shown in Fig. A.16(a), is applicable to establish an EVPL. When a user requests
EPL i.e. untagged-VLAN, an L2 LSP shown in Fig. A.16(b) or an L2 LSP shown
in Fig. A.16(c) is used based on the resource availability in the provider domain.
When an L2 LSP can be established without the backbone domain, an L2 LSP
consists of only untagged-VLAN shown in Fig. A.16(d) can be also applicable.

Figure A.17 shows an experimental network structure used in this trial. This
network emulates a part of the Wide Area Ethernet network shown in Fig. A.15.

Figure A.18 shows a picture of the setup experimental network. Four commercially
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Figure A.16: The usage type of L2 LSP supposed in Wide Area Ethernet.
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Figure A.17: An experimental network structure.

produced GbE L2 switches are used for a provider edge/switching node. Two com-
mercially produced 10GbE/GbE L2 switches are used for a backbone node. Six L2
switches are controlled by six Linux-based PCs with GMPLS software via a serial
cable.

In this experiment, four types of L2 LSPs between the provider edge node P1 and
the provider edge node P4 are set up by using GMPLS, and the connection between
the user node S and the user node D is established. RSVP-TE protocol is used as
a signaling protocol. Figure A.19 shows a generalized label object format extended
for supporting EPL. and EVPL. In order to store VLAN configuration information
in the label, 32-bits label information is divided into three fields. A label value is
represented by decimal format and assigned to one digit for indicating a type of

the Ethernet link (tagged=1 or untagged=0), three digits for representing a port
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Figure A.18: A picture of the setup experimental network.

number of the L2 switch (0-999), and last four digits for representing VLAN ID
(1-4094).

It is assumed that the route of the L2 LSP has been calculated by the resource
manager, and each node can get the information about resources and labels. Under
this assumption, the provider edge node P1 creates a PATH message with full strict
explicit route object (ERO)s, and sends the PATH message to the provider edge
node P4.

Table A.1 shows the list of successful L2 LSPs in this experiment. Four types of
L2 LSPs shown in Fig. A.16 were successfully established. Also, it was confirmed
that L2 switch was configured in conjunction with RSVP-TE protocol, and the
requested VLAN was correctly set up. This results show that L2 LSPs supposed

in Wide Area Ethernet can be established by using the label format shown in Fig.
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Figure A.19: A generalized label object format extended for supporting EPL and

EVPL.
Table A.1: The list of successful .2 L.SPs.
Link
S-P1 | P1-P2 | P2-B1 | B1-B2 | B2-P3 | P3-P4 | P4-D

LSP

LSP1 (Fig.2(a)) T T T T T T T
LSP2 (Fig.2(b)) U U U T U U U
LSP3 (Fig.2(c)) U T T T T T U
LSP4 (Fig.2(d)) U U U U U U U

|~ L2 LSP set up by GMPLS ———|

A.19. The experimental network was constructed with GbE links and 10 GbE links.
Therefore, mixed processing of tagged-VLAN and untagged-VLAN for setting up
the L2 LSP should be required not only on the provider edge switch but also on the

backbone switch.
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